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We offer our customers a pleasant train journey
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NIS Directive did not apply to NL Rail Sector
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Our voyage towards becoming an OES
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Our approach to Implement the I into NS for NIS
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Extending our baseline approach for cyber
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Landscape of regulation and co-operation
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Results of Cyber Governance and Spoor ISAC
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What we have learned
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1) Implement legislation to boost 

existing initiatives

2) Scoping is difficult and needs 

attention

3) Determine risks at various levels

4) Setting up sector wide mechanisms 

and methods takes time

5) Cooperation needs trust, 

cooperation builds trust
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