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EXECUTIVE SUMMARY 

The European Union Agency for Railways would like to thank all national safety authorities (NSAs), ECM 
Certification Bodies (ECM CBs) and assessment bodies (ASBOs) which actively took part to the elaboration of 
this report and permitted to build a picture of the experience of the EU railway sector with the CSM for risk 
assessment. 

The (EU) Regulation 402/2013 on the CSM for risk assessment (amended by Regulation 2015/1136) must be 
applied when making any change to the railway system in a Member State. That Regulation requires: 1°) the 
European Union Agency for Railways (here after the Agency) to produce a report analysing the effectiveness 
of that CSM and the experience of railway stakeholders with its use and, where necessary, to make 
recommendations to the Commission for revising the CSM; 2°) the NSAs and ECM Certification Bodies to 
support the Agency in collecting the necessary information from the stakeholders for that work.  

The present report contains the Agency analysis of the NSA, ECM Certification Body and ASBO inputs and 
the recommendations for improving the understanding and helping with the implementation of the CSM. 

Basically, at this moment it is not possible to provide an accurate picture for every country and every 
category of stakeholders. The levels of understanding, application and implementation of that CSM differ a 
lot across the EU: 

¶ Only a small minority of companies (especially those more mature with the risk management concepts), 
including IMs, RUs, ECMs and big manufacturers well understands and correctly apply the method; 

¶ A large majority of companies across the EU (usually more familiar with the application of rules rather 
than with risk management), RUs, ECMs and a few IMs, still face difficulties in understanding and 
correctly applying the method. Their experience is still negative or insufficient to show a reliable picture; 

¶ A number of countries or companies have neither understood nor applied the method yet. 

Less than 5% of changes are considered significant and actually lead to the application of the CSM. As the 
railway legislation requires the use of a risk based approach at different levels of the railway sector, the 
demand for professionals in risk assessment and risk management, with railway knowledge and expertise, is 
quite high.  However, the real market offer of such expertise remains insufficient. This difficulty to find 
qualified and competent experts for taking over internally the full responsibility of the correct implementa-
tion of the CSM can only encourage companies to keep classifying safety related changes as non-significant. 

The positive experience of the first category of stakeholders proves that the CSM for risk assessment is 
effective for achieving the objectives set out in its Article 1 and Article 15(5).  Thereby, the Agency has not 
identified any objective justification which would require the urgent revision of the CSM. 

Many stakeholders have not yet really applied the method over a period sufficiently long ǘƻ άƭŜŀǊƴ ōȅ 
ŘƻƛƴƎέ ŀƴŘ ƛƳǇǊƻǾŜ ǘƘŜ ǳƴŘŜǊǎǘŀƴŘƛƴƎ ŀƴŘ the level of compliance with the CSM. To avoid unjustified 
ŀƳŜƴŘƳŜƴǘǎ ƻŦ ǘƘŜ /{aΣ ƛǘ ƛǎ ƴŜŎŜǎǎŀǊȅ ǘƻ ƎŀǘƘŜǊ ƻōƧŜŎǘƛǾŜ ǎǘŀƪŜƘƻƭŘŜǊǎΩ observations on real weaknesses 
and problems with the method. [ò  See Agency recommendations on next page  ñ] 
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The Agency recommends thus to : 

¶ put in place an agreed dissemination or training programme to increase the sector awareness with the 
risk management and risk monitoring concepts and help them achieving full compliance with the CSM; 

¶ take strategic decisions and initiatives with the Member States in terms of education and training 
solutions in order to, on one side compensate the current lack of expertise on the market in the railway 
risk assessment field, and on the other side to anticipate the growing loss of railway expertise with a 
continually increasing number of employees reaching the age of retirement;  

¶ combine the measurement of the return of experience of both ǘƘŜ ά/{a ŦƻǊ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘέ όwŜƎΦ 
402/2013 and 2015/1136) ŀƴŘ ά/{a ŦƻǊ ƳƻƴƛǘƻǊƛƴƎέ όwŜƎΦ млтуκнлмнύ since the effectiveness with the 
implementation of each of these two CSMs depends on the correct implementation of the other CSM; 

¶ collect again the return of experience of both CSMs after the dissemination using the same process; 

¶ based on more reliable and representative information decide whether the amendment of one of these 
two CSMs is actually justified and the areas where improvements might be needed. 
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1. Why is ŀ wŜǇƻǊǘ ƻƴ ǘƘŜ άReturn of Experience (REX)έ necessary? 

1.1. Legal obligations 

1.1.1. In line with the overall necessity for monitoring the effectiveness of EU railway legislation, 
Article 18(1) of the (EU) Regulation No 402/2013 on the CSM for risk assessment requires : 

(a) ǘƘŜ !ƎŜƴŎȅ ǘƻ άcollect all information on the experience of the application  éέ ƻŦ ǘƘŜ 
wŜƎǳƭŀǘƛƻƴ άé and, when necessary,  éέ ǘƻ άé make  recommendations to the Commi s-

sion with a view to improving  éέ ǘƘŜ wŜƎǳƭŀǘƛƻƴΤ 

(b) the national safety authorities and ECM Certification Bodies to support the Agency in 
collecting the information required for achieving that work. 

(c) ǘƘŜ !ƎŜƴŎȅ ǘƻ άsubmit to the Commission a report analysing  the effectiveness of the method 

and the experience of railway stakeholders έ ǿƛǘƘ ƛǘǎ ǳǎŜΤ 

1.1.2. Indeed, the analysis of the return of experience with EU railway legislation is of prime importance 
to decide whether the amendment or revision of the legislation is justified and needed : 

(a) Article 6(4) of Safety Directive 2004/49 ǊŜǉǳƛǊŜǎ ǘƘŀǘ άthe CSMs shall be revised at regular 

intervals, é, taking into account the experience gained from their application έΤ 

(b) Article 6(2) of the recast of Safety Directive 2016/798 of the 4th Railway Package reinforces 
further the obligation for the Agency to amend or revise existing CSMs and to make the 
relevant ǊŜŎƻƳƳŜƴŘŀǘƛƻƴǎ ǘƻ ǘƘŜ /ƻƳƳƛǎǎƛƻƴ άon the basis of a clear justification of the 

need for é an amend ed CSM  éέΦ 
 

1.2. Technical arguments - Continual improvement 

1.2.1. Independently of the legal obligations, it must be kept in mind that the CSM for risk assessment is 
a harmonised method to be used for an effective and safe management of changes during the 
operation and maintenance of the railway system. It is to be used for the systematic identification 
of all reasonable risks that can arise from the change and for the definition of appropriate 

                                                           
(1)  According to Article  18  of Regulation 402/2013  : 

(1) Article  18(5) : òthe Agency shall collect all information on the experience of the application of 

this Regulation and shall, when necessary,  make recommendations to the Commission with a 
view to improving this Regulationó; 

(2) Article  18 (6) : òThe national safety authorities shall support the Agency  in collecting such 
information ó; 

(3) Article  18 (3) : òThe annual maintenance report of entities in charge of maintenance of freight 

wagonsé shall include information about the experience of entities in charge of maintenance in 
applying this Regulation. The Agency shall gather this information in coordination with the 
respective certification bodies ó; 

(4) Articl e 18 (6), òthe Agency shall submit to the Commission a report containing  éó  : 

(a) an analysis of the experience with the application of this Regulation, é; 

(b) an analysis of the experience of proposers concerning decisions on the level of significance 
of changes;  

(c) an analysis of the cases where codes of practice have been used as set out in point 2.3.8 of 
Annex I;  

(d) an analysis of the experience with the accreditation and recognition of assessment bodies;  
(e) an analysis of the overall effectiveness of this Regulation ó 
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measures that control those risks to an acceptable level. The measurement of the effectiveness of 
the CSM in fulfilling those objectives is fundamental to be able to decide on the appropriateness 
of revising the CSM in case of detection of serious deficiencies within the method. 

1.2.2. To do this, it is thus essential to gather the actual Ǌŀƛƭǿŀȅ ǎǘŀƪŜƘƻƭŘŜǊǎΩ feedback or experience 
[i.e. to monitor the ŜȄǇŜǊƛŜƴŎŜ ƻǊ άwŜǘƻǳǊ ŘΩ9·ǇŞǊƛŜƴŎŜ ς w9· ƛƴ CǊŜƴŎƘέ] with the use of the CSM 
and the potential problems and weaknesses of the method the sector may encounter. 

1.2.3. The driving motivations for revising the CSM for risk assessment should thus only be correction of 
problems and weaknesses within the CSM or the overall improvement and simplification of the 
EU railway legislation.  The non-observation of those principles would create additional 
administrative burden, complexity and misunderstanding of the successive amendments of the 
legislation whereas the railway sector is trying to implement correctly the existing pieces of 
legislation, to lŜŀǊƴ ŀƴŘ ƛƳǇǊƻǾŜ ōȅ ŘƻƛƴƎ ŀƴŘ ǘƻ ǎŜǘ ǳǇ ŀ ǇǊƻǇŜǊ άǊƛǎƪ ōŀǎŜŘέ ǎŀŦŜǘȅ ŎǳƭǘǳǊŜ ƛƴ ŀ 
very complex environment. 

 

2. Collection of the return of experience [REX] with the CSM 

2.1. Method for collecting the return of experience [REX] and cross-check of the content 

2.1.1. In order to build a representative overview of the sector experience with the use of the CSM, it is 
not necessary to consult every individual RU, IM, ECM or manufacturer in the EU. Thereby, in 
compliance with Article 18(6) and Article 18(3) of the CSM for risk assessment, the Agency 
requested support from the NSAs and ECM Certification Bodies. They have the necessary 
information through the certification and supervision/surveillance activities of the RU/IM/ECM 
management system. The Agency consulted also all accredited/recognised CSM Assessment 
Bodies (ASBOs) registered in the ERADIS database.  The ASBOs are in charge of the independent 
assessment of the correct application by the proposer of the risk assessment process of the CSM 
and of the suitability of the results from that process. To do this : 

(a) the Agency produced a supporting questionnaire on the CSM for risk assessment; 
(b) the questionnaire was sent for action to all NSAs on 30/11/2017 and, on 04/12/2017, to all 

ECM Certification Bodies and ASBOs registered in the ERADIS database. The questionnaire is 
contained in ANNEX B below. 

2.1.2. The final report was planned to be sent to the European Commission before summer 2018. So, 
the consulted entities were given four months for providing the inputs. The initial planning was : 

(a) deadline for returning the inputs 31 March 2018; 
(b) Agency analysis of the inputs and writing the draft report by end of April 2018; 
(c) check of the draft report by the NSAs, ECM Certification Bodies and ASBOs and sharing of 

views with them at the meetings with : 

(1) NSA Network on 29 May 2018; 
(2) Cooperation of CSM Assessment Bodies on 6 June 2018; 
(3) Cooperation of ECM Certification Bodies on 27 June 2018; 

(d) Agency updates the draft report based on those comments on the draft report; 
(e) Agency sends the final report to the European Commission at latest on 15 July 2018. 

2.1.3. Given the low reply rate by end of March 2018, the Agency extended several times that deadline 
for returning comments. The latest deadline was end of September 2018. This milestone 



 

Report on the Return of EXperience (REX) with the use of the CSM for risk assessment 

and risk evaluation (Regulations 402/2013 and 2015/1136) 

Document reference : 004MRA1100 ς Document version : 1.0 

Making the railway system  
work better for society.  

 

 

 

120 Rue Marc Lefrancq  |  BP 20392  |  FR-59307 Valenciennes Cedex 

Tel. +33 (0)327 09 65 00  |  era.europa.eu 

Any printed copy is uncontrolled. The ǾŜǊǎƛƻƴ ƛƴ ŦƻǊŎŜ ƛǎ ŀǾŀƛƭŀōƭŜ ƻƴ !ƎŜƴŎȅΩǎ intranet/extranet. 

Page 6 of 90 

 

extension permitted to increase a little bit the reply rate but could not reach 100 % of replies. 
Although the NSAs and ECM Certification Bodies are legally obliged to support the Agency in this 
survey (see to section § 1.1.1. above), about 50 % of NSAs and 75 % of ECM Certifications Bodies 
did not return any input (see section § 2.2. below); they did neither ask for extra time for giving a 
consolidated picture of their experience with the method. Although the ASBOs were not legally 
obliged to take part to the survey, 30 % of consulted ASBOs took actively part to building this 
report. 

2.1.4. As the Agency does not have enforcement power to oblige NSAs and ECM Certification Bodies to 
comply with their legal obligations in Article 18 of Regulation 402/2013, the Agency decided : 

(a) not to postpone further the delivery of the present report; 
(b) draft the report and a picture of the sector experience based on the received inputs; 
(c) send the draft report to those who were asked to provide inputs and cross check with them 

the reliability of the gathered inputs and sector experience. The report was shared with : 

(1) the Cooperation of CSM Assessment Bodies on the meeting of 8 November 2018; 
(2) the NSA Network meeting on 20 November 2018; 
(3) the ECM Certification Bodies, using a written consultation; 

(d) update the final report based on the received comments; 
(e) send the final report to the European Commission by end of 2018. 

 

2.2. Participation rate of NSAs, ECM Certification Bodies and ASBOs to the collection of the 
return of experience [REX] 

2.2.1. Number of consulted NSAs, ECM Certification Bodies and CSM Assessment Bodies (ASBOs) : 

(a) The Agency consulted all EU NSAs, as well as the Swiss and Norwegian NSAs. Taking into 
account that 2 EU countries (Cyprus and Malta) do not operate railways, 28 NSAs were thus 
involved in the study; 

(b) From the 41 ECM Certification Bodies registered in the ERADIS database under the ECM 
Regulation 445/2011, there are : 

(1) 19 NSAs acting as ECM Certification Bodies; 
(2) 22 ECM Certification Bodies (15 accredited and 7 recognised ones); 

(c) The Agency consulted all ASBOs (65 companies) registered in ERADIS at the end of 2017. 

2.2.2. So, taking into account that 19 NSAs act also as ECM Certification Bodies, the Agency consulted in 
total 115 different entities [28 NSAs, 22 ECM CBs (which are not NSAs) and 65 ASBOs]. 

2.2.3. Among those 115 consulted entities, the 38 entities below took part to the scrutiny and provided 
inputs to the Agency. The participation rate is therefore of about 33 % of the consulted entities : 

(a) 8 NSAs acting also as ECM CBs : 

(1) Danish NSA; 
(2) Dutch NSA; 
(3) German NSA; 
(4) Hungarian NSA; 
(5) Polish NSA; 
(6) Romanian NSA; 
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(7) Swedish NSA; 
(8) Swiss NSA; 

(b) 4 NSAs not acting as ECM CBs : 

(1) Norwegian NSA; 
(2) Slovak NSA; 
(3) Slovenian NSA; 
(4) Spanish NSA; 

(c) 5 ECM Certification Bodies (which are not NSAs, but 3 of them are also ASBOs) : 

(1) Bureau Veritas Italia S.p.A; 
(2) Sconrail AG; 
(3) Swiss Association for Quality and Management Systems (SQS); 
(4) TüV Rheinland Rail Certification B.V. & TüV Rheinland UK Ltd (Germany & UK); 
(5) University of Zilina; 

(d) 21 CSM Assessment Bodies (ASBO) : 

(1) AIRTREN (Spain); 
(2) Albold Consulting GmbH (German); 
(3) AuxiTec (Spain); 
(4) Belgorail CERTIFER (Belgium and France); 
(5) Bureau Veritas (Spain); 
(6) DB Systemtechnik GmbH (Germany); 
(7) DEKRA Rail bv (The Netherlands); 
(8) Exceltic (Spain); 
(9) Faculty of Transport Warsaw University of Technology (Poland); 
(10) IK Instytut Kolejnictwa (Poland); 
(11) Ineco (Spain); 
(12) Safety Advisor Oy (Finland); 
(13) Schieneninfrastruktur-Dienstleistungsgesellschaft mbH (Austrian); 
(14) Siemens Mobility GmbH SAC Braunschweig (Germany); 
(15) Siemens Mobility GmbH SAC Erlangen (Germany); 
(16) TINSA Ltd. (Bulgaria); 
(17) Tor Audytor (Poland); 
(18) Transportowy Dozór Techniczny (Poland); 
(19) TÜV NORD Systems GmbH & Co. KG (Germany); 
(20) VR Track Oy (Finland); 
(21) VÚKV a.s. (Czech Republik); 

2.2.4. The NSAs of the countries not included in the list above, the ECM Certification Bodies which are 
not NSAs and the ASBOs not mentioned in the list above did not provide any information. 

 

2.3. Summary of all received answers to the survey questionnaire 

2.3.1. For readability purposes of this report, the details of the NSA, ECM Certification Body and ASBO 
answers to the survey questionnaire (available in ANNEX B) are contained in ANNEX A below. 
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3. Analysis of the collected results 

3.1. Analysis of the sector experience with the application of the CSM 

3.1.1. Introduction 

3.1.1.1. 33 % of contacted participants took actively part to the collection of ǘƘŜ άwŜǘǳǊƴ ƻŦ 9ȄǇŜǊƛŜƴŎŜέ 
on the use of the CSM : 12 NSAs, 5 ECM Certification Bodies (which are not NSAs) and 21 ASBOs. 

3.1.1.2. For significant changes, including those managed by manufacturers, the CSM requires an ASBO to 
independently assess the correct application of the risk assessment process and the suitability of 
the results from this process. As the ASBOs are also involved in the collection of the present 
return of experience, the collected results are representative of the experience of RUs, IMs, ECMs 
and manufacturers with the use, application and implementation of the CSM for risk assessment. 

3.1.1.3. Considering the conditions of this survey (see sections § 2.1. and § 2.2. above) : 

(a) the detailed analysis of the results contained in ANNEX A below does not lead to a common 
experience of all stakeholders across the EU; 

(b) the level of understanding and difficulties faced with the application of the CSM for risk 
assessment vary a lot from country to country, from company to company in a country and 
even from project team to project team in a company; 

(c) anyway, the objective of the work is not to get the return of experience of every individual 
country or of every individual company. The survey and average experience reflected in this 
report cannot be considered as a general picture for every RU, IM, ECM or manufacturer; 

(d) the survey aims at looking for an overall picture of the situation and of the experience with 
the understanding and application of the method. It is thus possible that an NSA, an ECM 
Certification Body or an ASBO does not fully recognise the inputs it provided to the Agency; 

(e) considering a participation rate of 33 % (see section § 2.2. above), the picture shown in this 
report is based on the inputs collected from the consulted entities and reflects at least the 
overall picture in the respective countries. However, the Agency has not found or received 
any evidence that would allow thinking that the situation is much different in countries that 
did not take part to the present survey; 

(f) at the ASBO Cooperation meeting of 8 November 2018 and the NSA Network meeting of 20 
November 2018, the ASBOs and NSAs acknowledged the overall sector experience reflected 
in the report. Some NSAs and ASBOs estimated even the picture and experience of big IM 
or RU companies (including incumbent ones) being represented nicer than what they 
actually observe. The NSAs of countries having not provided inputs did not disapprove the 
content of the report. On the contrary some of them expressed that, although they did not 
give feedback, the sector experience in their country is not different from the reported one. 

 

3.1.2. Overall trends 

3.1.2.1. The following three main trends emerge in the replies contained in ANNEX A. They are consistent 
throughout the different questions. They are representative of the experience of RUs, IMs, and 
ECMs (although these later ones are not systematically differentiated in the replies, unless the 
experience was actually different) and manufacturers : 
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(a) Stakeholders having well understood and correctly implemented the CSM; 

(b) Stakeholders for whom the understanding, the application and implementation of the CSM 
ǿŜǊŜ ŎƘŀƭƭŜƴƎƛƴƎ ōǳǘ ǘƘŜȅ ŀǊŜ άƭŜŀǊƴƛƴƎ ōȅ ŘƻƛƴƎέ ŀƴŘ άŎƻƴǘƛƴǳŀƭƭȅ ƛƳǇǊƻǾƛƴƎέ ƛǘǎ ǳǎŜΤ 

(c) Stakeholders having not (yet) well understood or not understood at all the CSM and thus 
having not correctly implemented, or not implemented at all, the CSM. 

3.1.2.2. Some reasons for those differences among the stakeholders can be found in : 

(a) a different historical and safety culture background of the country (e.g. countries more 
familiar with the application of rules rather than with risk management or vice versa); 

(b) a difference in the type and extent of the company operations [type of service(2) and volume 
of goods/passengers transported]; 

(c) a difference in the size of the company and in particular in the number of employees; 
(d) a different complexity of the organisational structure of every company; 
(e) although RUs, IMs and ECMs have a certified management system, there can still be a lack of 

a structured and clear description of the allocation of roles and responsibilities throughout 
the structural organisation of the companies concerning the risk assessment and risk 
management activities; 

(f) a lack of sharing of information and experience between the different teams in the company. 

3.1.2.3. Although those differences might justify partially the gradation of difficulties the stakeholders are 
facing, the main reason for those differences of understanding and difficulties in correctly apply-
ing the CSM for risk assessment is a ƭŀŎƪ ƻŦ ǘƛƳŜ ǘƻ ŀŎǘǳŀƭƭȅ άƭŜŀǊƴ ōȅ ŘƻƛƴƎέΦ ¢ƘŜ ŦƛǊǎǘ wŜƎǳƭŀǘƛƻƴ 
352/2009 on the CSM for risk assessment was applicable to technical changes from July 2010 and 
to all types of changes from July 2012. Regulation 402/2013 is applicable since May 2015. 

3.1.2.4. For many stakeholders, and in particular for those not yet fully familiar with the risk manage-
ment, (safety) management system and continuous improvement concepts, this is not long 
eƴƻǳƎƘ ǘƻ ōŜ ŀōƭŜ ǘƻ ǳƴŘŜǊǎǘŀƴŘ ǿŜƭƭ ǘƘŜ /{a ǊŜǉǳƛǊŜƳŜƴǘǎΣ ǘƻ ƛƳǇƭŜƳŜƴǘ ǘƘŜƳΣ ǘƻ άƭŜŀǊƴ ōȅ 
ŘƻƛƴƎέ ŀƴŘ ǘƻ ƛƳǇǊƻǾŜ ǘƘŜ ŘŜŦƛŎƛŜƴŎƛŜǎ ŘƛǎŎƻǾŜǊŜŘ by themselves or through the independent 
safety assessment activities by ASBOs. These are reasons for differences in the experience and 
ǘƘŜ ǎǘŀƪŜƘƻƭŘŜǊǎΩ ƳŀǘǳǊƛǘȅ ǿƛǘƘ ǘƘŜ ǳǎŜ of the CSM. 

 

3.1.3. Main differences in the experience vs. the category of stakeholders 

3.1.3.1. Although an accurate classification of all stakeholders across the EU is not possible, the dif-
ferences below are observed. 

(a) Stakeholders which have not (yet) well understood, or have not understood at all the CSM,  

This category of stakeholder has not correctly implemented, or not implemented at all, the 
CSM. It faces the greatest difficulties with the understanding and the (correct) application of 
the method. 

(b) Usually (big) IMs, big RUs (in general in the countries where the railway sector is more 
mature with the risk management concepts) and usually big manufacturers : 

                                                           
(2)  The main "types of service" are "passenger transport", including/excluding high -speed services, "freight 

transport", including/excluding dangerous goods services, and "shunting only".  
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(1) in general, they demonstrate a better understanding and more correct implementation 
of the requirements in the CSM for risk assessment. Big manufacturers gained 
experience on risk assessment and risk management through the application of the 
CENELEC 50126 standard in the past; 

(2) usually the CSM for risk assessment is an integrated part of their quality and safety 
management processes for the safe management of changes. So, the method is used 
proactively from the beginning of projects in order to identify the possible risks that can 
arise from changes and to define appropriate measures for controlling those risks to an 
acceptable level; 

(3) risk assessment and risk management activities are better documented with respect to 
the requirement of the CSM; 

(4) enough resources are allocated to risk assessment and risk management activities. They 
are usually under the responsibility of a Safety Department in the company; 

(5) the understanding of the CSM is continually improving based on the results and 
experience gained through the previous projects where the method was used. 

(c) ECMs : given that this category of stakeholders was not particularly differentiated in a most 
of the received replies, it is difficult to give a reliable feedback for them. Although some 
ECMs seem to understand and apply correctly the CSM, the other ECMs face difficulties with 
ǘƘŜ άǊƛǎƪ ōŀǎŜŘ ǘƘƛƴƪƛƴƎέ ŀƴŘ ǘƘŜ ǳƴŘŜǊǎǘŀƴŘƛƴƎ ƻŦ ǘƘŜ /{aΦ ¢ƘƻǎŜ 9/aǎ ǎǘǊǳƎƎƭŜ ǿƛǘƘ ǘƘŜ 
understanding and correct application of the CSM. 

(d) Small RUs and RUs in the countries more familiar with the application of rules rather than 
with risk management : 

(1) they have more difficulties to understand the CSM and to apply it correctly; 
(2) resources for risk assessment and risk management activities are tight. As those 

companies perform a limited number of changes, they cannot afford having a 
permanent safety staff only in charge of the risk assessment and risk management 
activities. Usually this is under the single responsibility of a person in charge also of 
many other operational tasks in the company. So, they often use sub-contracting; 

(3) a few year period is too short to measure a visible improvement of maturity with the 
CSM for risk assessment. 

3.1.3.2. Overall differences between big and small companies with the understanding and application of 
the CSM : 

Although big companies can afford allocating more resources to risk assessment and risk 
management activities than the small companies, the size of the company is not always the (only) 
determining parameter; 

(a) Big companies : 

(1) usually big companies have complex organisational structures with many internal 
interfaces. As they perform more changes, the needs for risk assessment and risk 
management are higher and require the proper involvement and the sharing of safety 
related information throughout the organisational structure of the company; 

(2) they can afford allocating sufficient resources to risk assessment and risk management 
activities. Usually a dedicated Safety Department is responsible for its management 
and correct implementation throughout the company organisational structure (e.g. 
central company with regional units); 
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(3) they have a higher knowledge of the risk concepts, in particular big manufacturers. 
¢ƘŜȅ ŀǊŜ ƳƻǊŜ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ǘƘŜ άǇǊƻŎŜǎǎ ǘƘƛƴƪƛƴƎέ ŀƴŘ ǘƘŜ ŎƻƴŎŜǇǘ ƻŦ ǎȅǎǘŜƳŀǘƛŎ ŀƴŘ 
top-down approach to risk management. So, they understand better the CSM for risk 
assessment and apply it proactively, from the very beginning of the change 
management. However, being dispersed (e.g. a central company with regional units), 
they are facing different challenges due to the complexity of their organisations and 
internal interfaces and therefore have more complex management systems. So, they 
are still άƭŜŀǊƴƛƴƎ ōȅ ŘƻƛƴƎέ ŀƴŘ Ŏƻƴǘƛƴǳŀƭƭȅ ƛƳǇǊƻǾƛƴƎ ǘƘŜ application of the CSM; 

(4) as they implement a higher number of significant changes, they have a higher 
ƻǇǇƻǊǘǳƴƛǘȅ ǘƻ άƭŜŀǊƴ ōȅ ŘƻƛƴƎέΦ 

(b) Small companies : 

(1) they take longer to react to changes of legislation and need more to time to adapt; 
(2) usually they have smaller needs for changes. Consequently, as the method is applied 

less often, they ƘŀǾŜ ƭŜǎǎ ƻǇǇƻǊǘǳƴƛǘƛŜǎ ǘƻ άƭŜŀǊƴ ōȅ ŘƻƛƴƎέ ŀƴŘ Ǝŀƛƴ ǎǳŦŦƛŎƛŜƴǘ 
experience to improve the weaknesses they encounter; 

(3) frequently, small companies face more problems regarding the resources they are 
capable to allocate to the risk assessment and risk management activities.  As they 
cannot afford having permanent staff responsible only for those activities, usually 
when done internally, risk assessment and risk management is carried out directly by 
the operational staff responsible also for other activities within the company; 

(4) they sub-contract more often the application of the CSM for risk assessment to 
external companies. Consequently, this reduces even further the opportunities to 
άƭŜŀǊƴ ōȅ ŘƻƛƴƎέ ŀƴŘ to gain sufficient experience to become able to carry out alone 
risk assessments for future changes; 

(5) however, some small companies are flexible and able to implement sometimes 
smarter solutions. They tend to better capture the essence of the CSM for risk asses-
sment. They can also carry out the risk assessment in a very comprehensive manner 
with very good results, focussing on the necessary demonstrations, but without being 
overwhelmed by unnecessary paperwork; 

(6) in case of deficiencies, they tend to solve the problems instead of debating on them. 

3.1.3.3. Differences between former incumbent and newcomer railway companies : 

The comparison between these two categories of railway companies is difficult. Many replies 
report the lack of experience or availability of information : 

(a) Former incumbent railway companies : 

(1) they are more resistant to change and to the application of new, in particular if they feel 
the method requires more resource. They prefer to continue thinking in former 
processes and solutions; 

(2) they have more rigid ways of thinking, managing, solving issues, etc. usually based on 
the CENELEC 5012x guidelines. So they consider the CSM as unnecessary duplication of 
CENELEC (which is well understood); 

(3) they have more resources and railway experience for being able to apply the CSM for 
risk assessment, even if they do not completely understand the necessity of doing it; 

(b) Newcomer railway companies : 

(1) as they have often a very flat organisation, they have less resources and rarely staff 
competent in risk assessment and risk management; 
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(2) when necessary, often they hire externally supporting staff or sub-contract completely 
the application of the CSM for risk assessment; 

(3) they are capable adapting faster to the terminology used in the CSM; 
(4) they are flexible and can change easier their way of thinking in a more constructive way. 

They tend to be proactive and implement the CSM for staying on the market; 

(c) In countries more familiar with the application of rules rather than with risk management : 

(1) newcomer RUs seem to have even more difficulties than the former incumbent railways 
in understanding and implementing, according to their saying, άabstract and theoretical 
requirements of the CSMέ into a practical and safe management of changes; 

(2) although the newcomer RUs are trying to learn from the experience gained by the state 
railways, they face difficulties in actually understanding the requirements in the CSM. 
Some of them even miss the underlying purpose of the CSM; 

(d) In some countries more mature with risk management, big differences in knowledge, 
understanding and application of the CSM have not been observed. 

3.1.3.4. aƻǊŜ ŘŜǘŀƛƭǎ ŀōƻǳǘ ǘƘŜ ŘƛŦŦŜǊŜƴŎŜǎ ƻŦ ǘƘŜ Ǌŀƛƭǿŀȅ ǎǘŀƪŜƘƻƭŘŜǊǎΩ ŜȄǇŜǊƛŜƴŎŜ ǿƛǘƘ ǘƘŜ /{a Ŏŀƴ ōŜ 
found in ANNEX A below. 

 

3.2. Analysis of the experience of proposers with the decisions on the significance of changes 

3.2.1. As reported in the sections above, the CSM for risk assessment is largely perceived as an unneces-
sary, heavy and costly legal obligation that does not add value. Thereby, the concept of 
άǎƛƎƴƛŦƛŎŀƴǘέ ŀƴŘ άƴƻƴ-ǎƛƎƴƛŦƛŎŀƴǘέ ŎƘŀƴƎŜ is being completely misused. Instead of checking 
whether the independent pair of eyes of an ASBO provides assurance that risks arising from a 
safety related change are well identified and correctly controlled, Article 4 of the CSM is actually 
being used to justify the non-significance of changes. Almost all changes are classified as non-
significant just to avoid applying the formal risk assessment process of the CSM and appointing an 
independent ASBO. 

3.2.2. Anyhow the need to appoint an ASBO for assessing independently a significant change is 
considered as an obligation rather than an external advisory support.  Thereby the role and cost 
of having an ASBO discourage a lot of companies from deciding that a change is significant. 
Although the ASBO is bound by confidentiality obligations and must not disclose any information, 
many companies fear also ǘƻ ƳŀƪŜ ǘƘŜƛǊ άƛƴǘŜǊƴŀƭέ ǇǊƻōƭŜƳǎ visible outside. 

3.2.3. However, as ǘƘŜ άƴƻƴ-ǎƛƎƴƛŦƛŎŀƴŎŜέ ƻŦ ǎŀŦŜǘȅ ǊŜƭŀǘŜŘ ŎƘŀƴƎŜǎ Ŏŀƴnot easily be demonstrated 
without proper risk assessment (including the identification and correct control of all associated 
risks), a large majority of proposers states that the assessment of the significance of changes is 
complex and poses difficulties to arrive at the right decision. Of course, such a statement is 
motivated by the reasons explained above where the objective is usually to demonstrate the non-
significance of the change. 

3.2.4. Only 2 to 5% of all changes are considered significant, independently on whether the countries 
ŀǊŜ άǊǳƭŜ ōŀǎŜŘέ ƻǊ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ǘƘŜ άǊƛǎƪ ōŀǎŜŘ ǘƘƛƴƪƛƴƎέΦ aƻǎǘ ƻŦ ǘƘƻǎŜ н ǘƻ р҈ ƻŦ ŎƘŀƴƎŜǎ ŀǊŜ 
of άǘŜŎƘƴƛŎŀƭ natureέΦ So, the experience with the risk assessment of significant technical changes 
is much better than for operational and organisational changes. 
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3.2.5. ¢ƘŜ /{a ƛǎ ƭŜǎǎ ǳƴŘŜǊǎǘƻƻŘ ŀƴŘ ƭŜǎǎ ŀǇǇƭƛŜŘ ǘƻ άƻǇŜǊŀǘƛƻƴŀƭ ŀƴŘ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭέ ŎƘŀƴƎŜǎΦ The 
companies do not know how to use the 6 criteria of Article 4(2) of the CSM for deciding on the 
significance of those changes.  So, the decisions on their significance are even more difficult than 
for the technical changes. 
άhǇŜǊŀǘƛƻƴŀƭ ŀƴŘ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭέ ŎƘŀƴƎŜǎ are rather subject to the use of standards and codes of 
practice, especially for justifying the non-significance of a safety related change, without 
necessarily having formal and documented evidence of it. Therefore the Agency wonders if this 
kind of changes should be better managed within the framework of the certification and 
supervision by the NSA of the RUs/IMs SMS : refer to sections § 3.4.2.10. below. 

3.2.6. The ƧǳǎǘƛŦƛŎŀǘƛƻƴǎ ƻŦ άƴƻƴ-siƎƴƛŦƛŎŀƴŎŜ ƻŦ ŎƘŀƴƎŜǎέ ŀǊŜ ǳǎǳŀƭƭȅ ǾŜǊȅ ǇƻƻǊ or non-existent.  The 
ƳŜŀƴƛƴƎ ƻŦ άkeep adequate documentation to justify the decisions έ ƛǎ ƳƛǎǳƴŘŜǊǎǘƻƻŘ ŀƴŘ ƛǎ 
rather considered by many ŀǎ ŀ άǇŜǊƳƛǎǎƛƻƴ ǘƻ Řƻ ƴƻǘƘƛƴƎέΦ 
When a justification exists, it is a rough preliminary hazard analysis or a kind of form/table where 
the 6 criteria of Article 4(2) of the CSM are covered with a few explanations. But the assessment 
of the significance does not seem to formally identify, assess and accept the risks of non-
significant safety related changes.  There is thus no assurance that appropriate risk control 
measures are systematically identified and actually put in place for controlling the risks arising 
from non-significant safety-related changes.  Even the risks controlled to an acceptable level by 
provisions of the RU/IM SMS are poorly documented, and sometimes they are even not linked to 
the relevant SMS processes/procedures. 

3.2.7. The decision on the significance of changes is also strongly dependent on previous experience of 
people/teams in charge of the assessment. Consequently, for the same change in the same 
company or in the same country, different people can arrive at different decisions with proper or 
poor justifications of a correct control of risks associated to the non-significant change. 

3.2.8. Although the processes for Change Management Control and Risk Management are part of the 
RU/IM/ECM management system, some NSAs and ECM Certification Bodies report that they do 
not know how the proposers assess and control the risks associated to safety related non-signi-
ficant changes. As NSAs and ECM Certification Bodies are certifying, supervising and surveying the 
RU/IM/ECM management system, they should have an insight on how it is done in practice. 

3.2.9. Some NSAs explicitly report not to include in their supervision activities of the RU/IM SMS the 
check of the application of the CSM for risk assessment. 

Agency recommendation :  

In the Safety Directive 2004/49, the risk based approach and risk assessment are cornerstones of 
the certification and supervision by the NSA of the RU/IM safety management system. In the 
scope of the 4th Railway Package activities, among others the European Union Agency for railways 
will monitor the NSA supervision activities. This NSA monitoring needs thus to take particular care 
of how the NSAs supervise the RU/IM Change Management Control process (in principle using the 
CSM for risk assessment - Regulation 402/2013 - and CSM for monitoring - Regulation 1078/2012) 

 

3.3. Analysis of the experience when Codes of Practice (CoPs) are used 

3.3.1. The majority of stakeholders estimates that explicit risk estimation requires the highest know-
ledge and experience in risk assessment and risk management, more efforts and leads to higher 
costs. So, the sector uses rarely explicit risk estimation. It remains nevertheless the preferred 
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principle, with the support of the CENELEC 50126 standard, for the CCS sub-system or for the 
assessment of innovative technical solutions.  

3.3.2. Although the sector preferably uses Codes of Practice and, at some extent Reference Systems, the 
actual experience with their use is very poor and unsatisfactory with respect to the requirements 
in the CSM. As far as possible, CoPs are also used to justify the non-significance of changes. As 
those two risk acceptance principles are considered easier to use, the proposers often forget 
linking them in the hazard record to the hazards they are controlling. 

3.3.3. In order to limit the risk assessment efforts, whenever a well-known standard or a railway CoP 
exists, it is used without further consideration. The side effect of that can be the implementation 
of quite constraining operational risk control measures instead of integrating preventive risk 
control measures through technical improvements of the design.  In addition to that, the 
verification of the achievement of the conditions in point § 2.3.2. in Annex I of the CSM, in 
particular of the relevance of the CoP for the identified hazards, is often forgotten. 

Likewise, when comparison is made to similar reference systems, the verification of the achieve-
ment of the condition in point § 2.4.2.(a) in Annex L ƻŦ ǘƘŜ /{a όƛΦŜΦ ǘƘŜ ǊŜŦŜǊŜƴŎŜ ǎȅǎǘŜƳ άé has 

already been prove n in -use to have an acceptable safety level and would therefore still qualify 

for approval in the Member State where the change is to be introduced έύ ƛǎ ƻŦǘŜƴ ŦƻǊƎƻǘǘŜƴΦ 

3.3.4. As the overall concept of the CSM is misunderstood, the proposer also carries out an unneces-
sarily detailed hazard identification even if a low level of detail is largely sufficient to match with 
the use of CoPs and Reference Systems. This leads to unnecessary additional work and 
unnecessary additional costs for the risk assessment and risk management of all identified 
hazards in the hazard record. 

3.3.5. As the sector is not yet familiar with the risk based approach, when CoPs are used for controlling 
the identified hazards, detailed hazard checklists are sometimes misused for cross-checking the 
completeness of the hazard identification.  This is particularly the case when the levels of detail of 
the hazards identified by the application of the CSM and the supporting hazard checklists(3) are 
incompatible.  There is then no assurance that the hazards specific to the change are actually 
identified and properly managed, especially if the level of detail of the hazard identification is 
influenced by the quality of the supporting hazard checklists or reference tables.  

3.3.6. Deviations of the system under assessment with respect to Codes of Practice are usually assessed 
using explicit risk estimation. Deviations with respect to the similar reference system are usually 
assessed using Codes of Practice or explicit risk estimations. 

3.3.7. Remark on the use of explicit risk estimation : 

Explicit risk estimation can be done either qualitatively or quantitatively. Only two replies 
mention a ratio of 90% qualitative vs 10% quantitative risk assessments. Although the other 
replies do not quote any figure, qualitative risk acceptance, based on expert judgement, seems to 
be the most often used way within explicit risk estimation. 

 

                                                           
(3)  Sometimes the hazards are highly aggregated in the checklists a nd do not contain detailed sub -

hazards. Sometimes the hazards are identified in the checklists only at the operational and 
maintenance levels whereas it is a technical change assessed at the design/construction stage.  
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3.4. Analysis of the experience with the accreditation and recognition of assessment bodies 

3.4.1. Legal requirements 

3.4.1.1. Short reminder : the CSM for risk assessment requires that : 

(a) for a significant change the correct application of the risk assessment process and the 
suitability of the resulting outcomes are independently assessed by an ASBO; 

(b) the ASBO meets the criteria and requirements in Annex II of the CSM and the ASBO is either 
accredited or recognised according to Articles 7 and 9 of the CSM. 

3.4.1.2. According to recital (15) of the CSM and recital (12) of Regulation 765/2008 on the functioning of 
ǘƘŜ ŀŎŎǊŜŘƛǘŀǘƛƻƴΣ άé transparent accreditation, as provided for in Regulation (EC) No 

765/2008, should be considered by the national public authorities throughout the Union as 

the preferred means of demonstrating the technical competence of those bodies έΦ 

3.4.1.3. Nevertheless, Article 7 of the CSM gives the Member States the free choice between the three 
options below; the ASBO shall be either : 

(a) accredited by the national accreditation body  é, or; 

(b) recognised by the recognition body referred to in Article 13(1) of the CSM, or; 

(c) the national safety authority.  

3.4.1.4. In order to ensure equivalence between accreditation and recognition, Article 14(2) of the CSM 
requires that άthe  Agency sha ll organise peer evaluations between the recognition bodies 

based on the same principles as set out in Article 10 of Regulation (EC) No 765/2008 έ.  
 

3.4.2. State with the use of accreditation and recognition 

3.4.2.1. The Table 1 below shows the full picture across the EU, Switzerland and Norway on the use of 
accreditation and recognition of ASBOs : 

Table  1 :  Use of accreditation and  recognition  

N° 
Use only 
accreditation 

Use both accreditation and recognition Use only recognition 
Not yet 
decided 

1.  Austria  Croatia  (recognition by the Ministry) Bulgaria  (by the NSA) Estonia 

2.  Belgium Czech Republic (recognition by the NSA) Germany  (by the NSA) Hungary 

3.  Denmark Norway  (recognition by the NSA) Ireland  (by the NSA)  

4.  Finland  Italy  (by the NSA)  

5.  France  Latvia  (by the NSA)  

6.  Greece  Romania  (by the Ministry)  

7.  Lithuania  Slovenia  (by the Ministry)  

8.  Luxembourg    

9.  Poland    

10.  Portugal    

11.  Slovak Republic Countries that stopped using recognition and use only accreditation 

12.  Spain Belgium  (recognition by the NSA) Luxembourg  (recognition by NSA) 

13.  Sweden Spain (recognition by the NSA) The Netherlands(* ) (recognition by NSA) 

14.  Switzerland    

15.  The Netherlands(* )    

16.  United Kingdom    
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3.4.2.2. (*) Note :  The Netherlands announced the abandon of the use of recognition by the NSA and the 
use of accreditation instead of it. However, the decision is not yet official. It will be 
official in the scope of transposition of the 4th Railway Package by The Netherlands. 

3.4.2.3. All accredited or recognised ASBOs are registered in the ERADIS database, accessible on the 
Agency web page under the following link ERADIS - European Railway Agency Database of 
Interoperability and Safety - Assessment Bodies  

3.4.2.4. On 1 December 2018, 86 ASBOs (51 accredited and 35 recognised) were registered in ERADIS.  

3.4.2.5. When appointing an ASBO to a significant change, because of language barriers (i.e. language of 
documents and correspondence with the proposer) preference is given to domestic ASBOs, when 
they exist. The countries which do neither use accreditation nor recognition (Estonia and 
Hungary) and the countries not having ASBOs in a technical area, appoint ASBOs from abroad. 

3.4.2.6. On one hand, some accredited ASBOs consider to be subject to an accreditation and regular 
surveillance process more rigorous than the recognised ASBOs. On the other hand, some NSAs 
acting as recognition body consider that the accreditation is not as good as the ASBO recognition. 
And finally, some NSAs estimate that the quality of the ASBO independent assessments is insuf-
ficient no matter whether the ASBOs are accredited or recognised. 

The Agency takes note of those observations but underlines the lack of sufficiently reliable 
information which would permit to actually state on the effectiveness of the use of accreditation 
and recognition of ASBOs. 

The Agency recommends however to coordinate with the European Cooperation for 
accreditation, the national accreditation and recognition bodies in order to harmonise further the 
acknowledgement of the ASBO competence across the whole EU. That coordination has to be 
synchronised with the ASBO Cooperation Group where representatives of accreditation and 
recognition bodies are regularly invited (refer to section § 3.4.2.9. below). 

3.4.2.7. Unnecessary use of too constraining requirements for the recognition of ASBOs : 

A given number of ASBOs report being discriminated by their recognition body compared to other 
recognised or accredited ASBOs. Their recognition body imposes additional and stronger 
requirements for recognition than those contained in Annex II of the CSM. Those ASBOs are 
obliged to demonstrate the knowledge of specific national rules before being recognised and 
allowed to work in the country whereas the knowledge of such rules was explicitly excluded from 
the requirements in Annex II during the drafting of Regulation 402/2013. Obviously, this is 
breaching the principles of functioning of the accreditation as ruled by Regulation 765/2008.  
According to Regulation 765/2008, an accredited ASBO shall be allowed to provide its services 
across the entire EU without additional demonstrations.  

The Agency takes note of this information. But it considers that the roles and responsibilities are 
not clearly separated between the DEBO (i.e. the body designated according to Article 17 of 
Directive 2008/57/EC) and the ASBO. The DEBO should know ALL national rules, not just the 
technical ones. To avoid any duplication of independent assessments between those two bodies, 
the DEBOs verification of conformity should not be limited to Notified National Technical Rules 
(NNTRs) but should also include the Notified National Safety Rules (NNSRs). In this way, the ASBO 
would not need to assess again the part of checks that was already carried out by the DEBO. 

The Agency recommends to have a discussion with the European Commission on that subject and 
to clearly separate the roles and responsibilities of DEBOs and ASBOs. 

http://eradis.era.europa.eu/safety_docs/assessments/bodies/default.aspx
http://eradis.era.europa.eu/safety_docs/assessments/bodies/default.aspx
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3.4.2.8. In addition to the issues above, many stakeholders (NSAs, accreditation bodies, RUs, IMs, 
manufacturers but also ASBOs) report that the current granularity of the requirements and 
criteria in the CSM and the ISO/IEC 17020:2012 standard referenced therein are of a rather 
general level. As different interpretation may be given across the EU : 

(a) there is no assurance that all accreditation and recognition bodies are checking the 
compliance with the same detailed requirements for the different ASBO technical areas as 
meant in point § 2 in Annex II of the CSM; 

(b) there is no assurance that all ASBOs understand in the same way the requirements in 
Article 6 and in particular in Article 6(2) concerning their working method; 

(c) there is no assurance that all needed technical areas are exhaustively and explicitly included 
in point § 2 in Annex II of the CSM; 

(d) etc. 

3.4.2.9. In order to discuss and clarify all such issues, in 2017 the Agency created a Cooperation Group 
between all ASBOs. That cooperation includes all ASBOs registered in ERADIS but also 
representatives from the railway sector (RUs, IMs and manufacturers), NSAs, accreditation and 
recognition bodies. Four meetings have taken place so far (until the end of 2018). The 
agreements reached in the ASBO Cooperation Group will be formalised under Recommendations 
For Use [RFUs]; the same process is applied as the one used by NB Rail (the NOBO association). 
The agreed clarifications or RFUs will also be made available to National Accreditation and 
Recognition Bodies to help them better understanding the needs of Regulation 402/2013 and the 
ISO/IEC 17020:2012 standard for the railway sector. Later on, when it will be decided to revise 
Regulation 402/2013, those RFUs will certainly be taken as inputs for including any necessary 
requirement in the revised text. 

3.4.2.10. In relation to sections § 3.2.4. and § 3.2.5. above, considering that : 

(a) ǘƘŜ ǇǊƻǇƻǎŜǊǎ ŎƭŀǎǎƛŦȅ ŀƭƳƻǎǘ ŀƭƭ ƻǇŜǊŀǘƛƻƴŀƭ ŀƴŘ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ŎƘŀƴƎŜǎ ŀǎ άƴƻƴ-ǎƛƎƴƛŦƛŎŀƴǘέΤ 

(b) the railway sector and ASBOs have less experience with the risk assessment and independent 
safety assessment of operational and organisational changes. The majority of significant 
changes are related to technical systems; 

(c) the operational and organisational changes are usually impacting the management system of 
RUs/IMs/ECMs which is by default under the coverage of the certification and supervision/ 
surveillance by the NSA/ECM Certification Body; 

Note :  the safety related application conditions/constraints (SRACs) identified by the risk 
assessment of a technical system and exported to other actors for the safe 
management and control of risks shared with those actors across the interfaces are 
fully managed by the risk assessment of the technical system. The completeness and 
appropriateness of those exported constraints are independently assessed by the 
ASBO of the technical system. 

NSAs and the Agency consider that by default the independent assessment of the correct 
application of the risk assessment process and suitability of results ƻŦ άƻǇŜǊŀǘƛƻƴŀƭ ŀƴŘ ƻǊƎŀƴƛǎŀ-
ǘƛƻƴŀƭ ŎƘŀƴƎŜǎέ Ƙŀǎ to be carried out by the NSA/ECM Certification Body in the scope of the 
certification and supervision/surveillance of the RU/IM/ECM management system, no matter 
whether the change is significant or non-significant. 
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Indeed, for points (c), (d), (e) and (f) in Article 6(4)(4) of the CSM it is superfluous to leave the free 
choice to the proposer to appoint another ASBO and then to oblige the NSA/ECM Certification 
Body to mutually recognise the safety assessment report of that ASBO for such types of changes.  
Manufacturers which do not deal with such types of changes are not affected by that recom-
mendation. 

This separation of independent assessment between the NSAs [for operational and organisational 
changes] and ASBOs [for technical changes] could permit to simplify the use of the CSM for risk 
assessment, to avoid a misclassification of safety related operational and organisational changes 
into non-significant ones and to comply more easily with Article 6(3)(a) of the CSM, i.e. to avoid 
duplication of independent assessment between an ASBO and an NSA/ECM Certification Body. 

 

3.4.3. Peer Evaluations between the Recognition Bodies 

3.4.3.1. Between 2017 and 2018, the Agency established a project with recognition bodies. The objective 
was to set up a scheme for the Peer Evaluations (called also Peer Reviews in some literature) 
between the recognition bodies. The basic documents (i.e. Policy, Procedure, Requirements for 
Peer Evaluators) were developed and discussed with the relevant national recognition bodies. 
Mid 2018, the Agency organised also a first training course for the Peer Evaluators. A pilot Peer 
Evaluation was also planned with a volunteer recognition body to test those basic documents. 

3.4.3.2. At the beginning of the project (April 2017), 14 Member States were using the recognition. 
Meanwhile (see Table 1 above), four of countries have revised their original decision and decided 
to abandon the recognition and apply only the accreditation (process in The Netherlands(5) is still 
on-going). The recognition bodies have recognised the following numbers of assessment bodies : 

Table  2 :  Number of recognised ASBOs.  

Member State 
Number of recognised 

assessment bodies 
Remarks 

Bulgaria 1  

Croatia 1 NSA recognised by the Ministry 

Czech Republic 5  

Germany 14  

Ireland 0 No entry in ERADIS 

Italy  6  

Latvia 1 Assessment body part of the main RU 

Norway 0 No entry in ERADIS 

Romania 1 NSA recognised by the Ministry 

Slovenia 1 NSA recognised by the Ministry 

The Netherlands(5) 5 Recognition is being abandoned for accreditation 

Total number 35  

                                                           
(4)  Although points ( c), (d), (e) and (f) in Article  6(4) of the CSM relate specifically to an NSA, b y analogy 

the same principle applies to ECM Certification Bodies with regard to operational and organisational 
changes to the system of maintenance of entities in charge of maintenance of frei ght wagons.  

(5)  The Netherlands announced the abandon of the use of recognition by the NSA  and the use of 

accreditation  instead of it.  However, the decision is not yet official. It will be official in the scope of 
transposition of the 4 th  Railway Package by The Netherlands.  
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3.4.3.3. In practice, only the Recognition Bodies of the Czech Republic, Germany, Italy and The 
Netherlands have recognised more than one ASBO. For the other countries having recognised just 
ƻƴŜ !{.hΣ ǘƘŜ ŜŦŦŜŎǘƛǾŜƴŜǎǎ ƻŦ ŎƻƴŘǳŎǘƛƴƎ ŀ ǇŜŜǊ ŜǾŀƭǳŀǘƛƻƴ ƻŦ ǘƘŜ άǊŜŎƻƎƴƛǘƛƻƴ ōƻŘȅ ŎŀǇŀōƛƭƛǘȅ 
ŀƴŘ ǇǊƻŎŜŘǳǊŜǎ ŦƻǊ ǊŜŎƻƎƴƛǘƛƻƴέ ƛǎ ǉǳƛǘŜ ŘƻǳōǘŦǳƭ ŦǊƻƳ ǘƘŜ ƳŜǘƘƻŘƻƭƻƎȅ Ǉƻƛƴǘ ƻŦ ǾƛŜǿΦ ¢Ƙƛǎ 
particularly applies to countries where the Ministry has recognised the NSA capability to act as 
ASBO. In those countries, it is very likely that the respective Ministry carries out the recognition 
body task just once over a five year period, excluding the surveillance activities (if any). 

In addition to those problems, the countries where the Ministry acts as recognition body, the 
implementation of peer evaluations raises issues of non-correspondence of functional positions 
between the evaluator and the evaluated entitȅΦ ¢ƘŜ άb{! ƻŦ ŀ aŜƳōŜǊ {ǘŀǘŜέ ǿƛƭƭ ōŜ ƛƴ ǘƘŜ 
situation to cross-ŎƘŜŎƪ ǘƘŜ ŎƻǊǊŜŎǘ ǊŜŎƻƎƴƛǘƛƻƴ ōȅ ǘƘŜ άaƛƴƛǎǘǊȅ ƻŦ ŀƴƻǘƘŜǊ aŜƳōŜǊ {ǘŀǘŜέΦ 

3.4.3.4. Among the four recognition bodies, which have recognised more than one assessment body : 

(a) The Netherlands(5) are in the process of revising their decision to go for the accreditation; 
(b) the Czech Republic so far has not really co-operated in the project. 

3.4.3.5. There are thus only two Recognition Bodies, which regularly recognise assessment bodies/renew 
the recognition and co-operated fully in the project development : the German and Italian NSAs. 

3.4.3.6. Finally, although the peer evaluation project agreed to carry out a pilot test of application of the 
άtŜŜǊ 9Ǿŀƭǳŀǘƛƻƴ {ŎƘŜƳŜέ, in practice the initial volunteer withdrew its candidacy. Several 
Member States expressed their wish to avoid visits to Member States for on-site peer evaluations 
as far as possible. They suggested to use preferably an off-line written peer evaluation process. 

3.4.3.7. Considering all those circumstances and discrepancies with respect to the peer evaluations run 
among the national accreditation bodiesΣ ǘƘŜ !ƎŜƴŎȅ Ƙŀǎ ǎŜǊƛƻǳǎ Řƻǳōǘǎ ǿƘŜǘƘŜǊ άƻŦŦ ƭƛƴŜ ǇŜŜǊ 
ŜǾŀƭǳŀǘƛƻƴǎέ ǿƛǘƘ ǘƘŜ wŜŎƻgnition Bodies of only three countries can actually lead to a reasonable 
level of control of the effectiveness of functioning of the recognition of ASBOs. The Agency 
recommends then to put the project in the standby mode and to have a discussion with the 
European Commission in order to decide on the next steps forward. 

 

3.4.4. Peer Evaluations between National Accreditation Bodies 

3.4.4.1. The peer evaluations between National Accreditation Bodies are formally organised, with on-site 
and witnessing visits, and managed by the European Co-operation for Accreditation (EA). National 
Accreditation Bodies which do not take appropriate action plans to address non-conformities 
identified by the peer evaluations are withdrawn from the Multi-Lateral Agreement (MLA) of EA.  

3.4.4.2. In the scope of the ASBO Cooperation Group mentioned in the sections above, the Agency 
foresees to coordinate with EA for improving the common understanding of the requirements to 
be fulfilled by the ASBOs. 
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3.5. Analysis of the overall effectiveness of the CSM 

3.5.1. The EU railway legislation(6) has introduced a totally new concept for many European railway 
stakeholders : the use of a risk based approach for the safe management of railway activities.  In 
the past, in order to operate, it was sufficient for the railway companies to comply with well-
established national rules and (national) standards. The EU railway legislation requires now the 
railway companies to use harmonised methods and to think proactively in terms of risks in order 
to identify all risks arising from the operation and maintenance of railways and to implement 
preventive measures that control those risks to an acceptable level. 

3.5.2. ¢ƘŜ ŀƴŀƭȅǎƛǎ ƻŦ ǘƘŜ ǎŜŎǘƻǊ άwŜǘǳǊƴ ƻŦ 9ȄǇŜǊƛŜƴŎŜέ ǿƛǘƘ ǘƘŜ /{a ŦƻǊ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ǎƘƻǿǎ ǘƘŀǘ ǘƘŜ 
άŎƻƴŎŜǇǘ ƻŦ Ǌƛǎƪέ ŀƴŘ άǘƘƛƴƪƛƴƎ ƛƴ ǘŜǊƳǎ ƻŦ Ǌƛǎƪ ǊŀǘƘŜǊ ǘƘŀƴ ƛƴ ǘŜǊƳǎ ƻŦ ǊǳƭŜǎέ ŀǊŜ ƴƻǘ ȅŜǘ ǿŜƭƭ 
understood, and therefore not well applied, by a large majority of stakeholders. 

3.5.3. Only a small minority of companies, in general those more mature with risk management (refer to 
section § 3.1. above), understand well the CSM and apply the method correctly. Their return of 
experience on the overall effectiveness of the CSM is positive. Usually big manufacturers, who in 
the past followed the risk assessment process of the CENELEC 50126 standard, do not face special 
difficulties with the understanding and application of the CSM. Usually they also document better 
the evidence from the correct application of the CSM. 

Based on the level of detail of collected replies, the Agency cannot give with sufficient 
confidence an accurate estimation of the ratio of stakeholders who have a positive experience 
with the CSM and actually understand and implement correctly the method. However not more 
ǘƘŀƴ άмл ҈ ǘƻ мр҈έ ƻŦ w¦ǎΣ Laǎ ŀƴŘ 9/aǎ Ŧŀƭƭ ƛƴ ǘƘŀǘ ŎŀǘŜƎƻǊȅ. 
For manufacturers, more familiar with the CENELEC 50126 standard and risk management 
concepts, this ratio is probably much higher. 

In those companies with positive experience : 

(a) The CSM for risk assessment is an integrated part of their quality and safety management 
processes for the safe management of changes; 

(b) The method is used proactively from the beginning of the project in order to identify the 
possible risks that can arise from changes they intend to undertake, to define and implement 
in the design appropriate measures for controlling those risks to an acceptable level; 

(c) Enough resources (usually specialised safety people) are allocated to the management and 
application of the CSM. The roles and responsibilities are better understood; 

(d) The other actors involved across the interfaces are better involved in the risk identification, 
risk assessment and risk management of the risks that are shared between several actors 
across those interfaces; 

(e) Although achieved in different ways and continually improving (e.g. paper documents, 
electronic files or dedicated databases depending on the size, organisational complexity of 
the company and the type and extent of operation), the risk assessment and risk 
management are better documented;  

                                                           
(6)  Safety Directive 2004/49, the CSM for conformity assessment [Regulations 1158/2010 (RUs) and 

1169/2010 (IMs)], the ECM Regulation 445/2011, Regulation 402/2013 on the CSM for risk 
assessment and Regulation 1078/2012 on the CSM for monitoring . 
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Based on the experience of this category of stakeholders, there is no sufficient and objective 
evidence which would show that the CSM for risk assessment is not effective for achieving the 
objectives that are set out in Article 1(7) and Article 15(5)(8) of the (EU) Regulation 402/2013 on 
the CSM for risk assessment.  

3.5.4. Concerning the other categories of stakeholders in section § 3.1.2.1., in general less advanced 
with risk management concepts, it results that : 

(a) for a large majority of stakeholders, the period of application of the CSM is not long enough 
to be able to understand well the CSM requirements, to apply them correctlyΣ ǘƻ άƭŜŀǊƴ ōȅ 
ŘƻƛƴƎέ ŀƴŘ ǘƻ ƛƳǇǊƻǾŜ ǘƘŜ ŘŜŦƛŎƛŜƴŎƛŜǎ they discover or those reported by the ASBO during 
the independent safety assessment activities of the correct application of the CSM; 

(b) the main problem is the lack of understanding of the risk based concepts which hinders the 
correct application of the CSM. They fail to make a link between the requirements of the 
CSM and the risks that arise from the changes they intend to undertake. Very often, they do 
not notice that some risks are already controlled to an acceptable level by the internal 
operational processes, procedures and risk control measures they have in place in their 
management system; 

(c) the lack of sufficient application of the CSM cannot be interpreted as ineffectiveness of the 
method but insufficient experience with the method of the concerned categories of 
stakeholders; 

(d) therefore, there is no yet any objective evidence showing that the CSM for risk assessment is 
not effective. 

3.5.5. Based on the analysis in section § 3.1. above of the railway sector experience with the use of the 
CSM and of its overall effectiveness, it can be concluded that the method is effective for achieving 
the objectives that are set out in its Article 1(7) And Article 15(5)(8) of the CSM. 

 

3.6. Main concerns with respect to the correct application of the CSM 

3.6.1. The analysis of inputs in section § 3.1. above shows that the level of understanding and difficulties 
faced with the application of the CSM for risk assessment cannot be generalised to all companies 
of the EU railway sector, especially considering that the NSAs did not all answer to the survey : 

                                                           
(7)  Point 2 in Article  1 of Regulation 402/2013  states the following  : 

òThis Regulation shall facilitate the access to market  é through harmonisation of : 

(a) the risk management processes used to assess the impact of changes on safety levels and 

compliance with safety requirements;  
(b) the exchange of safety -relevant information between different actors within the rail sector in 

order to manage safety across the different interfaces which may exist within this sector ; 
(c) the evidence  resulting from the application of a risk management process  

(8)  Point 5 in Article  15 of Regulation 402/2013  states that òWhen a system or part of a system has 

already been  accepted following the risk management process specified in  this Regulation, the 
resulting safety ass essment report shall  not be called into question by any other assessment body in  
charge of performing a new assessment for the same system.  Mutual recognition shall be conditional 
upon demonstration  that the system will be used under the same functional, o perational and 
environmental conditions as the already accepted  system, and that equivalent risk acceptance 
criteria have been  applied ó. 
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see sections § 2.1., § 2.2. and § 3.1.1.3. above. There are of course companies which are more 
mature than others with the risk management concepts. As they understand well and apply 
correctly the CSM, they have a positive return of experience with the method. Presumably, those 
companies do not fit within the categorisations in the sections below. However, as a large 
majority of companies still faces serious difficulties in understanding and correctly applying the 
method, the Agency considers it important to highlight the main problems encountered by those 
companies with poor understanding and incorrect application of the CSM. 

3.6.2. Lack of maturity with the benefits of a risk based approach : 

(a) In general, almost all stakeholders (RUs, IMs, ECMs and manufacturers) perceive the CSM for 
risk assessment only as a legal obligation. Although exceptions can be found, usually the 
stakeholder maturity with the risk management and management system concepts is not yet 
at a level where they would use the CSM for risk assessment as an active tool also for 
optimising the company costs and competitiveness. This shows an immature and insufficient 
ǎǘŀƪŜƘƻƭŘŜǊǎΩ ŀǿŀǊŜƴŜǎǎ ƻŦ ǘƘŜ ƛƳǇƻǊǘŀƴŎŜ ƻŦ ŀƴ ŜŦŦŜŎǘƛǾŜ ŀƴŘ ǇǊƻŀŎǘƛǾŜ Ǌƛǎƪ ƳŀƴŀƎŜƳŜƴǘ. 

(b) A very large majority of stakeholders still perceives the obligation to apply the CSM as 
unnecessary bureaucratic burden with additional efforts, costs, delays, project risks and 
uncertainties which does not bring added value. 

(c) As reported in section § 3.2. aboveΣ ǘƘŜ ŎƻƴŎŜǇǘ ƻŦ άǎƛƎƴƛŦƛŎŀƴǘέ ŀƴŘ άƴƻƴ-ǎƛƎƴƛŦƛŎŀƴǘέ ŎƘŀƴƎŜ 
is completely misused in order to avoid applying the formal risk assessment process of the 
CSM and appointing an independent ASBO. Therefore, almost all changes are classified as 
non-significant. Only 2 to 5% of all changes are considered significant, independently on 
ǿƘŜǘƘŜǊ ǘƘŜ ŎƻǳƴǘǊƛŜǎ ŀǊŜ άǊǳƭŜ ōŀǎŜŘέ ƻǊ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ǘƘŜ άǊƛǎƪ ōŀǎŜŘ ǘƘƛƴƪƛƴƎέΦ 

3.6.3. Weakest experience with risk assessments of άƻǇŜǊŀǘƛƻƴŀƭ ŀƴŘ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ŎƘŀƴƎŜǎέ : 

(a) The assessment of the significance of operational and organisational changes is considered 
much more difficult than for technical changes. 

(b) aƻǎǘ ƻŦ ǘƘŜ н ǘƻ р҈ ƻŦ ǎƛƎƴƛŦƛŎŀƴǘ ŎƘŀƴƎŜǎ ŀǊŜ ƻŦ ŀ άǘŜŎƘƴƛŎŀƭ ƴŀǘǳǊŜέΦ {ƻΣ ǘƘŜ ŜȄǇŜǊƛŜƴŎŜ 
with the risk assessment of significant technical changes is much better than for operational 
and organisational changes. 

(c) ¢ƘŜ ŀǇǇƭƛŎŀǘƛƻƴ ƻŦ ǘƘŜ /{a ƛǎ ƭŜǎǎ ǳƴŘŜǊǎǘƻƻŘ ŀƴŘ ƭŜǎǎ ŀǇǇƭƛŜŘ ŦƻǊ άƻǇŜǊŀǘƛƻƴŀƭ ŀƴŘ 
ƻǊƎŀƴƛǎŀǘƛƻƴŀƭέ ŎƘŀƴƎŜǎΦ ¢ƘŜǎŜ ƭŀǘŜǊ ƻƴŜǎ ŀǊŜ ǊŀǘƘŜǊ subject to the use of standards and 
codes of practice without necessarily having formal and documented evidence of it. 

(d) The operational and organisational changes are usually managed through the management 
system of the RU/IM/ECM. The way they are assessed and managed is thus accessible to the 
NSA/ECM Certification Body during the certification and supervision/surveillance of the 
RU/IM/ECM management system. 

(e) The roles and responsibilities in terms of independent safety assessment activities of 
operational and organisational changes are not clearly separated between the ASBO and the 
NSA/ECM Certification Body. There is thus unavoidably duplication of conformity assessment 
between the ASBO and the NSA/ECM Certification Body. 

3.6.4. Description of the organisation and management of the risk assessment :  

(a) The management of the change, the appointment of the experts in charge of risk 
management activities and the allocation of roles and responsibilities to every involved actor 
are either not well described or totally missing. 
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(b) For complex projects involving many actors and contractors, it is difficult for the ASBO to 
understand clearly the respective roles and responsibilities, their interactions and the overall 
coordination of the risk management activities. 

(c) When a description exists, usually it does not reflect the actual project organisation. Because 
ǘƘŜ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ƛǎ ƻŦǘŜƴ ǇŜǊŦƻǊƳŜŘ ŀǘ ǘƘŜ ŜƴŘ ƻŦ ǘƘŜ ǇǊƻƧŜŎǘΣ ōŀŎƪŘŀǘŜŘ άŎƻǎƳŜǘƛŎ 
ŘƻŎǳƳŜƴǘǎέ Ŏŀƴ ōŜ ōǳƛƭǘ Ƨǳǎǘ ǘƻ ŦǳƭŦƛƭ ǘƘŜ ƭŜƎŀƭ ǊŜǉǳƛǊŜƳŜƴǘǎΦ 

3.6.5. Poor quality of risk assessment documentation - Cosmetic paper work built at the end of the 
project just for demonstrating compliance with the legislation : 

(a) The quality, structuring and completeness of the evidence from the risk assessment and risk 
management are generally low. 

(b) Although some lately improvement is noticeable, often formal risk assessment process is 
applied at the end of the project just for building the proper paper evidence and for 
demonstrating the right choices are done. The outcomes of the risk assessment are not 
largely used for influencing the design choices. 

(c) The outcomes from the risk management are still very general. The identified safety 
requirements are unclear and are not properly linked to the hazards/risks they are control-
ling. As they are not always registered in the Hazard Record, their correct management 
cannot be demonstrated transparently. Often, the outcomes sound more useless paper 
work, or a cosmetic presentation vs. the requirements of the CSM, rather than an attempt to 
identify and control the risks that can arise from the change. 

(d) ǘƘŜ ŎƻƴŎŜǇǘ ƻŦ άŘŜƳƻƴǎǘǊŀǘƛƻƴ of compliance with the safety requirementsέ is not well 
understood, implemented and demonstrated.  For some stakeholders, the risk assessment is 
simply cosmetic paper work built at the end of the project; it does not thus identify any 
safety requirement. Consequently, there is nothing to be implemented and to comply with. 

(e) ¢ƘŜ ŀǎǎǳƳǇǘƛƻƴǎΣ ŎƻƴǎǘǊŀƛƴǘǎ ŀƴŘ ŀǎǎŜǎǎƳŜƴǘǎ ǊŜƭŀǘŜŘ ǘƻ άƛƴǘŜǊŦŀŎŜǎέ ŀƴŘ άǎŀŦŜǘȅ 
integǊŀǘƛƻƴέ ŀǊŜ ǘƘŜ ƭŜŀǎǘ ǿŜƭƭ-documented. For example, when a project is split among 
several actors, every actor could have its own risk assessment, ASBO report and exported 
constraints. But often the overall risk assessment on the boundaries and interfaces between 
the different sub-systems are either not well documented or totally missing. 

(f) It is thus premature to assume that the CSM is understood and that the (right) risks are 
ǇǊƻǇŜǊƭȅ ƛŘŜƴǘƛŦƛŜŘ ŀƴŘ ŀŘŜǉǳŀǘŜƭȅ ƳŀƴŀƎŜŘΦ ¢ƘŜ ǎŜŎǘƻǊ ŘƻŜǎ ƴƻǘ ǳǎŜ ȅŜǘ ǘƘŜ άǇǊƻŀŎǘive risk-
ōŀǎŜŘ ŀǇǇǊƻŀŎƘέ ƻŦ ǘƘŜ /{a ǘƻ ƳŀƴŀƎŜ ǘƘŜ ǎŀŦŜǘȅΦ ¢ƘŜ άǊǳƭŜ ōŀǎŜŘ ŀǇǇǊƻŀŎƘέ ŎƻƴǘƛƴǳŜǎ ǘƻ 
Ǉƭŀȅ ŀ ǾŜǊȅ ƛƳǇƻǊǘŀƴǘ ǊƻƭŜΦ LŦ ǎƻƳŜǘƘƛƴƎ ƛǎ ƴƻǘ ŀŘŘǊŜǎǎŜŘ ōȅ ŀ ǊǳƭŜΣ ǘƘŜ άǊŜŀŎǘƛǾŜ ŀǇǇǊƻŀŎƘέ 
(following an incident or an accident) is used to define appropriate measures and to 
complement the rules for preventing similar events to happen in future. 

3.6.6. No trust in the added value of an ASBO - Late appointment and involvement of the ASBO : 

(a) The ASBO independent assessment of the correct application of the risk assessment process 
and of the suitability of the results is considered unnecessary bureaucratic validation that 
does not provide benefits. 

(b) The obligation to appoint an ASBO for the independent assessment of a significant change 
discourages a lot of companies from deciding that the change is actually significant. Although 
the ASBO is bound by confidentiality obligations and must not disclose any information, 
Ƴŀƴȅ ŎƻƳǇŀƴƛŜǎ ŦŜŀǊ ǘƻ ƳŀƪŜ ǘƘŜƛǊ άƛƴǘŜǊƴŀƭέ ǇǊƻōƭŜƳǎ ǾƛǎƛōƭŜ ƻǳǘǎƛŘŜΦ 
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(c) Although the independent safety assessment is expected to start as early as possible, i.e. 
during the planning phases of the change, in practice often the ASBO is appointed 
systematically very late at the end of the risk assessment process. The design choices are 
then already frozen, the design is done and validated. Very rarely it is acceptable from the 
ǇǊƻƧŜŎǘ Ǉƻƛƴǘ ƻŦ ǾƛŜǿ ǘƻ ƛƳǇƭŜƳŜƴǘ άƭŀǎǘ ƳƛƴǳǘŜ ŘŜǎƛƎƴ ƳƻŘƛŦƛŎŀǘƛƻƴǎέ ŦƻǊ ŀŘŘǊŜǎǎƛƴƎ ƴƻƴ-
compliances raised by the ASBO. In such cases the ASBOs do not really have the possibility to 
ƛƴŦƭǳŜƴŎŜ ǘƘŜ ǇǊƻǇƻǎŜǊΩǎ ŘŜǎƛƎƴ ŎƘƻƛŎŜǎΤ ǘƘŜȅ Ŏŀƴ ŀƎǊŜŜ ƻǊ ŘƛǎŀƎǊŜŜ ǿƛǘƘ ǘƘŜ ǇǊƻǇƻǎŜǊΩǎ 
justifications of the non-compliances. 

(d) In some ŎƻǳƴǘǊƛŜǎ ƴƻǘ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ǘƘŜ άǊƛǎƪ ōŀǎŜŘ ǘƘƛƴƪƛƴƎέΣ because of a late ASBO ap-
pointment, it is too late for implementing corrective measures in the design. So, it is often a 
natural practice to ignore the ASBOs conclusions without documenting at all the parts of the 
ASBO safety report subject to disagreement. 

(e) Some big companies tend to limit the scope of the ASBO independent safety assessment. But 
they do not want the ASBO to make clear the limitations and implications in the independent 
safety assessment report. They want to benefit of mutual recognition for a much broader 
scope than what the ASBO is actually allowed to assess through the scope of independent 
assessment contractually narrowed. 

3.6.7. Incomplete and poor system definition : 

(a) Usually the system definition is incomplete and it is poorly described. Although the system 
boundaries and the interfaces are included, usually they are not completely and clearly 
defined. The environmental constraints and limitations or assumptions for the risk asses-
sment are often missing; 

(b) The proposer/applicant can also decide to exclude whole parts of the system from the risk 
assessment and from the ASBO independent assessment, without showing proper risk 
analyses and justifications.  In both cases (i.e. intentionally excluded parts or unwanted 
deficiencies in the system definition) and especially in case of gaps in the identification and 
description of interfaces and links with the other stakeholders and sub-systems, there are 
serious concerns with respect to : 

(1) the completeness of the hazard identification and appropriateness of the risk asses-
sment and risk management of the change; 

(2) the safe management of risks shared at the interfaces with other sub-systems or other 
stake-holders involved at the interfaces; 

(3) the safe integration of the change within its environmental, operational and 
maintenance context of the railway system; 

(c) The safety requirements identified by the risk assessment are rarely included in the system 
definition. That makes the ASBO understanding of the change difficult and complicates the 
independent safety assessment of the correct application of the CSM. 

3.6.8. Serious deficiencies in the management of risks shared at the interfaces : 

(a) On one hand, as all interfaces with the other sub-systems and other internal or external 
actors are not systematically identified and clearly described in the system definition, they 
cannot be properly and systematically addressed by the risk assessment. 

(b) On the other hand, communication and contractual arrangements/provisions can exist with 
the other actors. However, the external actors are not systematically involved in a joint 
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hazard identification and management of risks shared across the interfaces. Often at the end 
ƻŦ ǘƘŜ ǇǊƻƧŜŎǘΣ ǘƘŜ ǇǊƻǇƻǎŜǊ Ƨǳǎǘ ǘǊŀƴǎŦŜǊǎ ǘƻ ǘƘƻǎŜ ŜȄǘŜǊƴŀƭ ŀŎǘƻǊǎ ǘƘŜ άǎŀŦŜǘȅ ǊŜƭŀǘŜŘ 
ŀǇǇƭƛŎŀǘƛƻƴ ŎƻƴŘƛǘƛƻƴǎκŎƻƴǎǘǊŀƛƴǘǎ ό{w!/ǎύέ ǘƘŜȅ Ƴǳǎǘ ŀŎŎŜpt to manage, without being 
consulted on the appropriateness of those measures. 

(c) When RUs/IMs sub-contract the risk assessment and risk management activities to suppliers 
or manufacturers, the sub-contractor can be obliged contractually to involve in the risk 
assessment all the other actors impacted by the change. The problem is that in practice the 
supplier/manufacturer does not have any control and enforcement power to involve 
correctly all necessary actors, and to oblige them to take part, in a joint hazard identification 
and joint management of risks shared across the interfaces with those other actors. 

(d) This raises concerns not only on the capability of external actors to control appropriately the 
risks under their area of responsibility but also uncertainty with respect to the completeness 
of the risk identification and safe integration of the change within the environmental, opera-
tional and maintenance context of the railway system.  This points out a misunderstanding of 
ǘƘŜ ƻǾŜǊŀƭƭ ŎƻƴŎŜǇǘ ƻŦ άǎŀŦŜ ƛƴǘŜƎǊŀǘƛƻƴέ ŀƴŘ its incorrect implementation by the sector. 

(e) In addition to the concerns above, many proposers tend to assign safety related application 
conditions that go beyond the scope of responsibility and reasonable domain of control by 
other actors, despite the fact that those later ones are not properly involved in the identifica-
tion and management of risks shared across the interfaces. 

3.6.9. Tendency to wrongly transfer the control, management and acceptance of own risks under the 
responsibility of other actors : 

(a) Sub-contracting : some RUs and IMs do not carry out themselves the overall system risk 
assessment and risk management. They sub-contract to suppliers/manufacturers the 
complete application of the CSM for risk assessment, including the endorsement of the 
acceptance of risks that fall under the RU/IM area of responsibility. Sub-contracting is not 
forbidden; but transfer of responsibility to other actors is non-compliant with Article 4 of the 
Safety Directive 2004/49. 

It can happen for example that the sub-contractor (supplier/manufacturer) is required to be 
responsible for both the identification and acceptance of operational and maintenance risks. 
This includes for the sub-contractor the obligation to define any necessary operational and 
maintenance risk control measures which must be exported either to the RU/IM or to any 
other actor impacted by the shared interfaces. 

(b) Design errors : reciprocally some suppliers/manufacturers export abusively to users of their 
products and sub-systems (i.e. to RUs/IMs) safety related application conditions (SRACs) for 
mitigating design errors.  The side effects of that are constraining operational and 
maintenance measures for RUs, IMs and ECMs instead of preventive risk control measures 
through technicaƭ ƛƳǇǊƻǾŜƳŜƴǘǎ ƻŦ ǘƘŜ ƳŀƴǳŦŀŎǘǳǊŜǊΩǎ ŘŜǎƛƎƴΦ 

3.6.10. Little or no exchange of risks or non-compliances that must be controlled by another actor : 

The entire concept of άƛƴŦƻǊƳƛƴƎ ŀƴƻǘƘŜǊ ŀŎǘƻǊ ŀōƻǳǘ ǳƴŎƻƴǘǊƻƭƭŜŘ Ǌƛǎƪǎ ŀƴŘ ƴƻƴ-compliances 
that fall ǳƴŘŜǊ ƛǘǎ ŀǊŜŀ ƻŦ ǊŜǎǇƻƴǎƛōƛƭƛǘȅέ is not well understood. So, if an actor identifies an 
uncontrolled risk, or a non-compliance, that can only be controlled/managed by another actor, it 
does not feel obliged to inform the right actor (or to notify it to the NSA).  The associated risk can 
then remain uncontrolled by that other actor. 
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3.6.11. Misuse of checklists : 

(a) Existing/generic hazard checklists can be used for cross-checking the completeness of the 
hazard identification and for providing the assurance of an exhaustive and systematic risk 
management. However, when the proposer is not familiar with the risk based approach, use 
of such hazard checklists can be counterproductive. Indeed, in such checklists : 

(1) hazards can be highly aggregated in the checklists without containing detailed sub-
hazards, or; 

(2) hazards can only be at the operational and maintenance levels whereas they are used 
for the assessment of a technical change at the design/construction stage. 

(b) So, the hazards identified by the application of the CSM and those in the generic hazard 
checklists can be of a different nature or can have different and incompatible levels of detail.  
If such generic hazard checklists are not carefully used as supportive material, there is no 
assurance that the hazards specific to the change are actually identified and properly 
managed. This is of particular concern if the level of detail of the hazard identification phase 
is influenced by the quality of the supporting generic hazard checklists. 

3.6.12. Poor hazard record/log management : 

(a) The concept of hazard management is not understood and not correctly implemented.  It is 
not considered as a useful tool but just as a legal obligation. So, often the hazard record is 
created at the end of the project. It is thus not updated/maintained from the beginning of 
the design till the implementation phase; 

(b) Many stakeholders mix up the hazard record tool and risk analysis tools, where the inputs of 
the hazard record usually come from. Thereby, the hazard record is a simple copy/paste of 
the safety study (e.g. FEMCA table) with additional columns. Because of that, it contains 
unnecessarily too much information, which complicates and increases the costs of manage-
ment of the hazards registered in the hazard record. 

(c) Often, important fields of a common sense hazard record are missing : e.g. the person in 
charge of implementing the risk control measure, the deadline, the responsible for the 
ǾŜǊƛŦƛŎŀǘƛƻƴΣ ǘƘŜ ǿŀȅ ƻŦ ǾŜǊƛŦƛŎŀǘƛƻƴΣ ǘƘŜ ǎǘŀǘǳǎ ά/[h{95έ ƻǊ άht9bέΣ ŜǘŎΦ 

(d) Some actors transfer the risk(s) and safety measures to be implemented by other actors at 
the interfaces.  But they do not mind whether the receiving actor understands the risks and 
accepts to control them. They do not ask this latter one to acknowledge the awareness of 
their responsibility for controlling the received risk(s). 

(e) Often, only the safety measures (i.e. exported constraints/conditions) are transferred to the 
right actors for the risks shared across the interfaces. But the proposer fails to export sys-
tematically at the same time the risks that are associated to those measures. As the receiving 
actor is not aware of the actual reasons for implementing those safety measures, there is a 
risk that either they are incorrectly implemented or not systematically implemented. 

(f) The hazard record is rarely used during the operation and maintenance of the railway system 
for monitoring the effectiveness of the identified risk control measures and taking action 
plans in case of non-compliances. The hazard record is considered as paper or formal work 
necessary just for the management of the change. 

3.6.13. In general, because railway companies compete with each other, there is a lack of sharing of 
knowledge, experience and examples of application of the CSM between stakeholders. 
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3.7. CSM for risk assessment ς CENELEC 50126(-1 and 50126-2) standard(s) 

3.7.1. The complementarity of the CSM and CENELEC 50126-1 and 50126-2 standards is not widely 
understood. 

3.7.2. Some stakeholders are wrongly seeking for differences of the risk assessment method between 
the CENELEC 50126-1 and 50126-2 standards and the CSM for risk assessment. In practice, in 
terms of the risk assessment and risk management process, the Agency does not see any differ-
ence; there are just small differences in a few definitions and the obligation for the ASBO to be 
accredited or recognised. The CENELEC ISA is not obliged to be accredited/recognised. 

3.7.3. Many ASBOs confirm the Agency view : compliance with the CENELEC 50126-1 and 50126-2 
standards ensures automatically compliance with the CSM if the independent safety assessment 
requested in CENELEC is carried out by an ASBO accredited/recognised vs. Regulation 402/2013 
for the relevant technical area. In other words, the application of the CENELEC 50126-1 and 
50126-2 standards is an acceptable means of compliance with the requirements of the CSM if the 
ISA is replaced by an ASBO competent in the same field. 

3.7.4. Critical : as some companies wrongly separate ǘƘŜ ŀǇǇƭƛŎŀǘƛƻƴ ƻŦ ά/{a-!{.hέ ŀƴŘ ά/9b9[9/-
L{!έΣ ǘƘŜǊŜ ƛǎ ǇƻǘŜƴǘƛŀƭ ŦƻǊ ŘǳǇƭƛŎŀǘƛƻƴ ƻŦ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ŀƴŘ ƛƴŘŜǇŜƴŘŜƴǘ ŀǎǎŜǎǎƳŜƴǘ ƻǊ ŜǾŜn for 
gaps in controlling risks at the interfaces. The ASBOs which see a border between the CSM and 
the CENELEC 50126 standards tend to accept the independent assessment ōȅ ŀ άƴƻƴ-
accredited/non-ǊŜŎƻƎƴƛǎŜŘέ L{! ƻŦ ǘƘŜ ŎƻǊǊŜŎǘ άŘŜƳƻƴǎǘǊŀǘƛƻƴ ƻŦ ŎƻƳǇƭƛŀƴŎŜ ǿƛǘƘ ǘƘŜ ǎŀŦŜǘȅ 
ǊŜǉǳƛǊŜƳŜƴǘǎέΦ !ǎ ǘƘŜ L{!ǎ ŀǊŜ ƴƻǘ ǎǳōƧŜŎǘ ǘƻ ǘƘŜ ƻōƭƛƎŀǘƛƻƴ ƻŦ ŀŎŎǊŜŘƛǘŀǘƛƻƴΣ ǘƘƛǎ ŎǊŜŀǘŜǎ ŀ 
problem of trust and mutual recognition of the report of such ASBOs. Obviously, some ASBOs 
misunderstand point § 3.3 in Annex I of Regulation 402/2013. They include point § 3.3 in Annex I 
of the CSM in the scope of their assessment only if it is explicitly written in their contract. 

3.7.5. ¢ƘŜǊŜ ƛǎ ŀ ǿƛŘŜ ǿǊƻƴƎ ōŜƭƛŜŦ ǘƘŀǘ ǘƘŜ ά/{a ϧ !{.hέ ŀǊŜ ŀǇǇƭƛŎŀōƭŜ ǘƻ w¦ǎκLaǎ ŦƻǊ άthe safe 
integration and the assessment of operational requirementsέ ǿƘŜǊŜŀǎ ά/9b9[9/ ϧ L{!έ ŀǊŜ 
applicable to manufacturers for the design of technical systems. 

3.7.6. In some countries, the relations between the CSM for risk assessment, the CENELEC 50126 
standard and national legislation is not well understood. So, when the proposer is not familiar 
ǿƛǘƘ ǘƘŜ άǊƛǎƪ ōŀǎŜŘ ǘƘƛƴƪƛƴƎέΣ ƘŜ cannot identify the synergies and complementarities between 
all those sets of requirements. Consequently, the proposer is not capable to separate the work 
streams and to coordinate correctly the NOBO, DEBO and ASBO activities. In that case there is a 
lot of duplication of work and costs between the following independent conformity assessments : 

(a) the CSM for risk assessment requires an independent safety assessment to be done by an 
ASBO; 

(b) TSIs can require the compliance with RAMS standards (e.g. CENELEC 50126); that is to be 
independently checked by a NOBO; 

(c) national regulations can also require the compliance with RAMS standards; that is to be 
independently checked by a DEBO, although this is already done by the NOBO; 

 

3.8. Lacking expertise on the market ς Time for EU strategic decisions  

3.8.1. Huge lack of experts on the market competent both in risk assessment and railway fields : 



 

Report on the Return of EXperience (REX) with the use of the CSM for risk assessment 

and risk evaluation (Regulations 402/2013 and 2015/1136) 

Document reference : 004MRA1100 ς Document version : 1.0 

Making the railway system  
work better for society.  

 

 

 

120 Rue Marc Lefrancq  |  BP 20392  |  FR-59307 Valenciennes Cedex 

Tel. +33 (0)327 09 65 00  |  era.europa.eu 

Any printed copy is uncontrolled. The ǾŜǊǎƛƻƴ ƛƴ ŦƻǊŎŜ ƛǎ ŀǾŀƛƭŀōƭŜ ƻƴ !ƎŜƴŎȅΩǎ intranet/extranet. 

Page 28 of 90 

 

(a) ά±ƛŎƛƻǳǎ ŎƛǊŎƭŜέ ōŜǘǿŜŜƴ ǘƘŜ ƻŦŦŜǊ ŀƴŘ ǘƘŜ ŘŜƳŀƴŘ Ŧor risk assessment expertise in railways : 

Considering the sector efforts to justify almost systematically ǘƘŜ άƴƻƴ ǎƛƎƴƛŦƛŎŀƴŎŜέ ƻŦ ǎŀŦŜǘȅ 
related changes (see section § 3.2. above), the risk assessment process of the CSM is not yet 
so widely and so often applied. Thereby, the market does not yet perceive a sufficient 
demand for developing and offering know-how, skills and practical expertise in these fields : 

(1) the technical, operational or organisational railway fields, and simultaneously; 
(2) the risk assessment process and various methods and tools (e.g. PHA, HAZOP, Event 

Trees, Fault Trees, FMECA, etc.) for effective identification and management of risks; 

However, as the offer of experts wiǘƘ ŎƻƳōƛƴŜŘ άƪƴƻǿ-ƘƻǿΣ ǎƪƛƭƭǎ ŀƴŘ ǇǊŀŎǘƛŎŀƭ ŜȄǇŜǊǘƛǎŜέ ƛƴ 
these two fields is limited, the railway sector cannot recruit competent staff for taking over 
internally the full responsibility of the risk assessment and risk management of changes. 
Therefore, due to a continuing lack of competent experts on the market, the proposers tend 
to further decide that the changes are not significant in order to avoid applying the formal 
risk assessment process of the CSM. So the cycle is restarted. 

(b) In practice, due to the legal obligation to apply the risk based approach at different levels, 
the demand for professionals in risk assessment and risk management, with railway know-
ledge and expertise, is quite high. This is reflected by a high rotation of staff between the 
NSAs, NOBOs, ASBOs and railway companies. 

(c) The sector is investing efforts in training its staff in the fields of risk assessment and risk man-
agement. Own competence and capability in conducting risk assessment is growing slowly. 
Unfortunately, despite those railway sector efforts the availability of competent resources 
remains insufficient on the market to satisfy all potential demands. 

(d) In addition to this lack of expertise on the railway market, with the increase of the age of 
competent and experienced railway employees and their progressive retirement the lack of 
expertise can only worsen. If nothing is done to mitigate this situation, the sector will 
continue to struggle with the understanding and correct application of the CSM 

3.8.2. The Agency recommends strategic decisions and initiatives to be taken with the EC and Member 
States to motivate and encourage technical universities across the whole EU to : 

(a) create trainings and risk assessment modules in their educational master programs for future 
engineers; the Agency could lead and coordinate these activities with universities, and; 

(b) offer on demand the same course to railway engineers currently employed in the railway 
sector during a few week training. 

 

3.9. Suggestions/requests from NSAs, ECM Certification Bodies and ASBOs 

3.9.1. Some NSAs, ECM Certification Bodies and ASBOs recommend the following actions to be taken in 
order to improve the understanding and the use of the CSM for risk assessment. It is to note that 
some recommendations require changes of legal text which cannot be done without EC mandate 
and involvement of relevant representative bodies (CER, EIM, UNIFE and other organisations) : 

(a) help with the decision on the significance of a change, for example : 

(1) provide more examples of application of each criterion in Article 4(2) of the CSM; 
(2) impose the use of a calibrated matrix for assessing and arriving more systematically at 

the decision that the change is significant. That can prevent proposers from escaping 
the obligation to apply the CSM and appoint an ASBO; 
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(3) request in legislation that every safety relevant change is significant by default; 
(4) include in legislation a (non-exhaustive) list of changes which are always significant; 

(b) better dissemination of roles and responsibilities of the ASBO could help considering it as a 
benefit and not as a "bureaucratic and unnecessary validation"; 

(c) the NSA should challenge and better control the application of the CSM through the 
certification and supervision of the RU/IM SMS. Where necessary, the NSA should request 
more balanced decisions and justifications on the significance of changes; 

(d) ƳŀƪŜ ŀǘ ƭŜŀǎǘ ƳŀƴŘŀǘƻǊȅ ǘƘŜ ŀǎǎŜǎǎƳŜƴǘ ōȅ ŀƴ !{.h ƻŦ ǘƘŜ ŎƻǊǊŜŎǘƴŜǎǎ ƻŦ ǘƘŜ ǇǊƻǇƻǎŜǊΩǎ 
decision and justifications of the significance of the change. The Agency underlines that 
outside the scope of the CSM; it would be redundant with the current NSA/ECM Certification 
Body role in the certification and supervision of the RU/IM/ECM management system; 

(e) give an illustrative example of a Hazard Record/Log; 

(f) increase the clarity and understandability of the CSM to make it readable by practitioners 
who must implement it. The Agency underlines that this cannot compensate the lack of 
ǎŜŎǘƻǊ ŎƻƳǇŜǘŜƴŎŜ ƛƴ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘ ŀƴŘ άǊƛǎƪ ǘƘƛƴƪƛƴƎέ; 

(g) make available helpful guidance in the relevant EU languages; 

(h) target dissemination on the CSM to the specific needs of small railway companies; 

(i) provide the relationship between the CSM and CENELEC 50126 standard and the explanation 
at what extent compliance with the CENELEC standard allows also to comply with the CSM; 

(j) make available examples of risk assessment that illustrate the correct application of the 
different steps of the risk assessment process of the CSM; 

3.9.2. Some NSAs underline they do not have internally sufficient knowledge and capability to promote 
alone the CSM for risk assessment. The Agency can offer support to those NSAs. 

3.9.3. Considering that different interpretation may be given across the EU concerning the management 
of operational and organisational changes, it is necessary to harmonise further the competence 
requirements the ASBO has to demonstrate and the actual independent assessment activities. 

3.9.4. Although many ASBOs report that the guides already issued by the Agency contain sufficient 
information to carry out correctly the risk assessment, one NSA asks for more guidance 
concerning the required level of detail for the hazard identification. 

3.9.5. As the concept of safe integration is not yet correctly understood, the sector is asking for more 
explanations and guidance. 

 

4. Proposed recommendations 

4.1. Only a small minority of companies (not more than 10 % to 15 % - refer to section § 3.5.3.) 
actually understands and correctly applies the CSM for risk assessment. So, there is still a very 
large proportion of stakeholders across the EU who still face serious difficulties with its 
understanding and correct application.  The method is effective but the period of time from its 
mandatory application seems too short for the companies for being able to άƭŜŀǊƴ ōȅ ŘƻƛƴƎέΦ 

4.2. As the return of experience does not identify any justification for modifying the content of the 
CSM for risk assessment : 
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(a) the Agency does not recommend yet to revise the associated Regulation 402/2013 and its 
amendment by Regulation 2015/1136; 

(b) the Agency recommends to put in place, in collaboration with the national safety authorities, 
an appropriate and agreed dissemination programme to increase the railway sector aware-
ness with the risk management concepts (including thus the CSM for risk assessment and 
also CSM for monitoring) and to help them achieving full compliance with the CSM for risk 
assessment.  The dissemination programme will have to be developed and agreed separately. 

4.3. The Agency concludes also that this first measurement of the railway sector experience with the 
CSM for risk assessment does not give yet a reliable picture of any potential problem with the 
requirements of the CSM.  In addition to that, the analysis of the results shows that the stake-
holders less familiar with the risk assessment and risk management concepts have more 
difficulties in understanding the CSM compared to those who are advanced in risk management. 

4.4. Considering that ōƻǘƘ άǊƛǎƪ ŀǎǎŜǎǎƳŜƴǘ and monitoringέ ǇǊƻŎŜǎǎŜǎ ƻŦ ǘƘŜ w¦κLaκ9/a ƳŀƴŀƎŜ-
ment system should actually be used on a recurrent basis, the Agency recommends to : 

(a) have a combined measurement of the return of experience on risk management [i.e. with 
both the ά/{a ŦƻǊ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘέ όƛΦŜΦ wŜƎǳƭŀǘƛƻƴǎ плнκнлмо ŀƴŘ нлмрκммосύ ŀƴŘ ά/{a ŦƻǊ 
ƳƻƴƛǘƻǊƛƴƎέ όƛΦŜΦ wŜƎǳƭŀǘƛƻƴ млтуκнлмнύ] ς [²Ƙȅ ŎƻƳōƛƴƛƴƎ ōƻǘƘΚ Ҧ ǊŜŦŜǊ ǘƻ ǎŜŎǘƛƻƴ Ϡ 4.7.], 
and to; 

(b) redo the collection of the return of experience with these two CSMs at a later stage after the 
delivery of the dissemination programme proposed in section § 4.2. above. This permits the 
crosschecking of whether : 

(1) ǘƘŜ ǎŜŎǘƻǊ ƳŀǘǳǊƛǘȅ ƛǎ ƛƳǇǊƻǾƛƴƎ ŀƴŘ ǿƘŜǘƘŜǊ ƛǘ ƛǎ άƭŜŀǊƴƛƴƎ ōȅ ŘƻƛƴƎέΤ 
(2) the dissemination programme is effective and whether a better targeting of additional 

dissemination or a specific training is necessary. 

The collected information should serve as a solid justification for revising, improving or clarifying 
problematic legislation, or guidance material, based on objective observations by the users of real 
weaknesses and problems with the methods. 

4.5. Indeed, ǘƘŜ Ƴƻǎǘ ƳŀǘǳǊŜ ǎǘŀƪŜƘƻƭŘŜǊǎ ǊŜǇƻǊǘ ǘƘŀǘ ǘƘŜ άǊƛǎƪ ŀǎǎŜǎǎƳŜƴǘ processέ ŀƴŘ άƳƻƴƛǘƻǊƛƴƎ 
ǇǊƻŎŜǎǎέ of the management system cannot be separated. In addition to that, the Agency 
underlines that the measurement of the effectiveness of these two CSMs and the railway sector 
experience with their ǳǎŜ Ƴǳǎǘ ƴƻǘ ōŜ ŀ άƻƴŜ ǎƘƻǘ ŜȄŜǊŎƛǎŜέΣ ƛƴ ǇŀǊǘƛŎǳƭŀǊ ƪƴƻǿƛƴƎ ǘƘŀǘ a big 
number of stakeholders is still ƛƳƳŀǘǳǊŜ ƛƴ άǘƘƛƴƪƛƴƎ ƛƴ ǘŜǊƳǎ ƻŦ Ǌƛǎƪ ŀƴŘ Ǌƛǎƪ ōŀǎŜŘ ŀǇǇǊƻŀŎƘέΦ 

4.6. The pitfalls ƻŦ ŀ άƻƴŜ ǎƘƻǘ w9· measurementέ ƛǎ ǘƻ ǊŜǾŜŀƭ ǇǊƻōƭŜƳǎ ǿƛǘƘ ǘƘese two CSMs, and the 
supporting guidance material, whereas in practice these two CSMs are not sufficiently used or not 
well understood. The lack of use of these two CSMs by the sector shall not lead to an unreliable 
picture of the methods and to misled conclusions that could result in unjustified revisions of the 
CSM for risk assessment and CSM for monitoring. 

4.7. Why combining the collection of the REX with the CSMs for risk assessment and for monitoring? 

In order to enable the Agency to fulfil its legal obligations, it is important to collect the EU railway 
sector experience with these two CSMs at the same time. Indeed, as they constitute two key 
pillars of the PDCA (Plan-Do-Check-Act/Adjust) cycle of the RU/IM/ECM management system : 
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(a) the experience with the use of these two CSMs is available at the same time to NSAs and 
ECM Certification Bodies through their assessment/certification and supervision/surveillance 
of the RU/IM/ECM management system; 

(b) the EU legislation requires already the NSAs and ECM Certification Bodies to support the 
Agency in measuring the railway sector experience with the legislation. Consequently, 
observing άǘƘǊƻǳƎƘ ǘƘŜ eyes of NSAs and ECM certification bodiesέΣ ǘƘŜ !ƎŜƴŎȅ can also 
measure the return of the sector experience with these two CSMs; 

(c) the measurement of the effectiveness of each of these two CSMs is dependent on the 
correct implementation of the other CSM; 

(d) the Agency can avoid requesting the NSAs and ECM Certification Bodies to provide additional 
and separate information for each CSM every year. 

(e) a correct synchronisation and cooperation with the NSAs and ECM Certification Bodies 
enables the Agency to gather the necessary REX information through existing tasks of NSAs 
and ECM Certification Bodies, without asking them additional work. 

As the ASBOs are systematically assessing the correct application of the risk assessment process 
and the suitability of the results of the CSM for every significant change, the ASBOs are also to be 
involved in any future survey of the sector experience with the CSM. 

The railway sector (RUs, IMs, ECMs and manufacturers) can also be consulted for getting directly 
their own experience, unfiltered by NSA and/or ECM Certification Body reporting. 

 

5. Conclusions 

5.1. To collect the return of experience of EU railway stakeholders with Regulation 402/2013 on the 
CSM for risk assessment, the EU legislation requires the national safety authorities (NSAs) and 
ECM Certification Bodies to support the Agency. The Agency coordinated with the NSAs, ECM 
Certification Bodies but also with CSM Assessment Bodies (ASBOs) who are in charge of 
independently assessing the correct application of the CSM and the suitability of results for every 
significant change. A summary of all inputs received from the survey is provided in ANNEX A of 
this report. Chapter 5. summarises the main outcomes of the survey. More details on the analysis 
can be found in section § 3. above. 

5.2. The analysis of the ǎǘŀƪŜƘƻƭŘŜǊǎΩ experience with the CSM shows that :  

(a) it is not possible to provide a common and accurate picture of experience with the use of the 
CSM for every country and every category of stakeholders in a country. The levels of under-
standing and implementation of the CSM vary from country to country, from stakeholder to 
stakeholder in a country, or even from project team to project team in a company. 

In general the following three main trends emerge. They are consistent throughout the dif-
ferent questions and represent the experience of RUs, IMs, ECMs and manufacturers : 

(1) stakeholders who well understood and correctly apply the CSM; 

This is only a small minority of companies (not more than 10 % to 15 % - refer to section 
§ 3.5.3.), usually more mature with the risk management concepts. Usually big manufac-
turers, infrastructure managers (IMs) and big railway undertakings (RUs) and a part of 
entities in charge of maintenance (ECMs) fall in this category.  Their experience with the 
CSM is positive; 
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(2) stakeholders for whom the understanding and implementation of the CSM were chal-
ƭŜƴƎƛƴƎ ōǳǘ ǘƘŜȅ ŀǊŜ άƭŜŀǊƴƛƴƎ ōȅ ŘƻƛƴƎέ ŀƴŘ ǘƘŜȅ ŀǊŜ άŎƻƴǘƛƴǳŀƭƭȅ ƛƳǇǊƻǾƛƴƎέ ƛǘǎ ǳǎŜΤ 

They represent a very large majority of companies across the whole EU. They still face 
serious difficulties in understanding and correctly applying the method. Usually small 
RUs, a part of ECMs, RUs of countries more familiar with the application of rules rather 
than with risk management and one part of newcomer RUs fall in this category. Their 
experience with the CSM is still negative and insufficient to show a reliable picture; 

(3) stakeholders who have not (yet) well understood, or have not understood at all, the 
CSM and who have not correctly applied, or have not applied at all, the CSM. 

(b) the period since the date of application of the CSM is judged not long enough to enable the 
ǎǘŀƪŜƘƻƭŘŜǊǎΣ ƭŜǎǎ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ǘƘŜ Ǌƛǎƪ ƳŀƴŀƎŜƳŜƴǘ ŎƻƴŎŜǇǘǎΣ ǘƻ άƭŜŀǊƴ ōȅ ŘƻƛƴƎέ ŀƴŘ ǘƻ 
improve their understanding and the level of compliance with the method; 

(c) only 2 to 5% of all changes are considered significant, independently on whether the 
countries/companies ŀǊŜ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ǘƘŜ άǊǳƭŜ ōŀǎŜŘέ or άǊƛǎƪ ōŀǎŜŘ ǘƘƛƴƪƛƴƎέΦ aƻǎǘ ƻŦ 
ǘƘƻǎŜ н ǘƻ р҈ ƻŦ ŎƘŀƴƎŜǎ ŀǊŜ ƻŦ άǘŜŎƘƴƛŎŀƭ ƴŀǘǳǊŜέΦ {ƻΣ ǘƘŜ sector has less experience with 
the risk assessment of operational and organisational changes; 

(d) a large majority of proposers tend thus to classify most of the changes as non-significant in 
order to avoid the application of the formal risk assessment process of the CSM, which they 
do not yet understand well and are unsure whether they apply it correctly. Consequently, 
the lack of experts on the market ǿƛǘƘ άƪƴƻǿ-ƘƻǿΣ ǎƪƛƭƭǎ ŀƴŘ ǇǊŀŎǘƛŎŀƭ ŜȄǇŜǊǘƛǎŜέ ƛƴ ōƻǘƘ Ǌƛǎƪ 
assessment and railway fields can only encourage the sector to continue misclassifying 
changes into non-significant ones; 

(e) due to a poor understanding of the CSM, usually : 

(1) the system definition is incomplete and poorly described; 
(2) the external actors are not systematically involved in a joint hazard identification and 

joint management of risks shared across the interfaces with other sub-systems; 
(3) there is no assurance of completeness of the hazard identification and proper risk 

management, in particular with respect to the safe integration of the change within the 
environmental, operational and maintenance context of the railway system;  

Section § 3.6. lists the main concerns with respect to the correct application of the CSM. 

5.3. The analysis of the effectiveness of the CSM shows that : 

(a) the CSM for risk assessment is effective for achieving the objectives that are set out in 
Article 1 and Article 15(5) of the associated (EU) Regulation 402/2013. 

Although many companies complain that the risk assessment process is complex and not 
widely understood, the survey confirms that the CSM is not fundamentally different from 
practices and risk assessment standards used in the past. Countries and companies familiar 
ǿƛǘƘ ǘƘŜ άǊƛǎƪ ōŀǎŜŘ ǘƘƛƴƪƛƴƎέ ŜǎǘƛƳŀǘŜ ǘƘŀǘ ǘƘŜ ǿƘƻƭŜ ŎƻƴŎŜǇǘ ǿŀǎ ǿŜƭƭ-known before the 
adoption of the CSM. For the CCS sub-system, the CENELEC 50126, 50128 and 50129 
standards are based on the same concepts and are common practice for almost 20 years; 

(b) objective justifications are not yet identified which would require an urgent amendment or 
revision of the CSM for risk assessment; 
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(c) finally, the time since the date of application of the CSM is not long enough to enable the 
ǎǘŀƪŜƘƻƭŘŜǊǎΣ ƭŜǎǎ ŦŀƳƛƭƛŀǊ ǿƛǘƘ ǘƘŜ Ǌƛǎƪ ƳŀƴŀƎŜƳŜƴǘ ŎƻƴŎŜǇǘǎΣ ǘƻ άƭŜŀǊƴ ōȅ ŘƻƛƴƎέ and to 
improve their understanding and the level of compliance with the method. 

5.4. Therefore, the Agency has not identified any evidence for recommending yet the revision or 
amendment of the CSM for risk assessment. 

5.5. However in order to help the sector with the implementation of the CSM, the Agency 
recommends the following : 

(a) to put in place, in collaboration with the national safety authorities, an appropriate 
dissemination programme to increase the railway sector awareness with the risk 
management concepts (including both the CSM for risk assessment and CSM for monitoring) 
in order to help them achieving full compliance with the CSM for risk assessment; 

(b) to take strategic decisions and initiatives with the EC and Member States in terms of 
education and training in order to (see section § 3.8. above for more details) : 

(1) compensate the current lack of expertise on the market in railway risk assessment, and; 
(2) anticipate the growing loss of railway expertise with a continually increasing number of 

employees reaching the age of retirement;  

(c) as the effectiveness of ǘƘŜ ά/{a ŦƻǊ Ǌƛǎƪ ŀǎǎŜǎǎƳŜƴǘέ όƛΦŜΦ wŜƎǳƭŀǘƛƻƴǎ плнκнлмо ŀƴŘ 
нлмрκммосύ ŀƴŘ ǘƘŜ ά/{a ŦƻǊ ƳƻƴƛǘƻǊƛƴƎέ όƛΦŜΦ wŜƎǳƭŀǘƛƻƴ млтуκнлмнύ depends on the cor-
rect implementation of the other CSM, any additional measurement of return of experience 
needs to combine these two CSMs(9); 

The lack of effective and complete use of these two CSMs by the sector shall not lead to an 
unreliable picture of the methods and to misled conclusions that could result in unjustified 
revisions of the CSM for risk assessment and CSM for monitoring; 

(d) with the support of NSAs, ECM Certification Bodies and ASBOs redo the measurement of the 
effectiveness and experience with these two CSMs at a later stage after the delivery of that 
dissemination programme; 

(e) the results of such a return of experience should then serve as a solid basis for planning 
justified improvements or clarifications of legislation, or guidance material, based on 
objective observations by the users of real weaknesses and problems with the methods, and 
a better targeting of any necessary additional dissemination or training activity. 

5.6. The following additional recommends are taken on board by the Agency : 

(a) in the scope of implementation of the 4th Railway Package, the Agency monitoring of the NSA 
activities has to look at how the NSA supervision of the RU/IM SMS verifies that the Change 
Management Control process of the RU/IM SMS identifies, assesses and properly controls 
the risks arising from both non-significant and significant changes; 

(b) the Agency has to coordinate with the European Cooperation for accreditation, the national 
accreditation and recognition bodies and the ASBO Cooperation Group in order to harmonise 
further the requirements, acknowledgement and supervision of the ASBO competence 
across the whole EU; 

                                                           
(9)  Why combining the monitoring of the effectiveness of both  CSMs? Ƃ refer to section Ä 4.7.  
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(c) considering the lack of cooperation of the ASBO recognition bodies in the establishment of a 
Peer Evaluation system, and a low number of recognised bodies (except by three countries), 
put the project in the standby mode, discuss with the EC and decide on next steps forward;  

(d) reflect with the EC on a clear separation of roles and responsibilities between the DEBO and 
the ASBO to avoid the ASBO reassessing the checks already done by the DEBO. 

The DEBO should know ALL national rules, not just the technical ones. So it should not limit its 
verification of conformity to Notified National Technical Rules (NNTRs) but should also verify 
the Notified National Safety Rules (NNSRs); 

(e) reflect with the NSAs and ECM Certification Bodies on the relevance in the CSM to leave the 
proposer free choice to appoint another ASBO, rather than the NSA/ECM Certification Body, 
for the independent assessment of the correct application of the risk assessment process 
ŀƴŘ ǎǳƛǘŀōƛƭƛǘȅ ƻŦ ǊŜǎǳƭǘǎ ƻŦ άƻǇŜǊŀǘƛƻƴŀƭ ŀƴŘ ƻǊƎŀƴƛǎŀǘƛƻƴŀƭ ŎƘŀƴƎŜǎέ. It could automatically 
be included in the scope of certification and supervision/surveillance of the RU/IM/ECM 
management system, no matter whether the change is significant or non-significant.  

Manufacturers which do not deal with such types of changes are not affected by that recom-
mendation. 
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ANNEX A ς Summary of the answers to the questionnaire used for the gathering of 
return of experience (REX) with the use of the CSM for risk assessment 

A.1. This annex summarises the inputs of 12 NSAs, 5 ECM Certification Bodies and 21 CSM Assessment 
Bodies (ASBOs) to the questionnaire in ANNEX B below on the RU, IM, ECM and manufacturer 
experience with the use of the CSM for risk assessment.  The replies are given in relation to the 
corresponding questions of the questionnaire. 

A.2. Unless necessary for sorting out the results, when the NSAs considered the experience common to 
all stakeholders the NSAs did not systematically point out the difference in the experience of RUs, 
IMs and ECMs in their country. The NSAs, ECM certification bodies and ASBOs were asked to 
provide a representative picture of the overall sector experience with the use and implementation 
of the CSM. 

A.3 Taking this into account, with the exception of a few questions, in general three main trends 
emerge from the replies below; they are consistent throughout the different questions and 
representative of the RU, IM, ECM and manufacturer experience : 

(a) Stakeholders having well understood and correctly implemented the CSM; 
(b) Stakeholders for whom the understanding and implementation of the CSM were challenging 
ōǳǘ ǘƘŜȅ ŀǊŜ άƭŜŀǊƴƛƴƎ ōȅ ŘƻƛƴƎέ ŀƴŘ ǘƘŜȅ ŀǊŜ άŎƻƴǘƛƴǳŀƭƭȅ ƛƳǇǊƻǾƛƴƎέ ƛǘǎ ǳǎŜΤ 

(c) Stakeholders having not (yet) well understood or not understood at all the CSM and thus 
having not correctly implemented, or not implemented at all, the CSM. 

A.4. Those trends are usually verified by NSAs and ECM Certification Bodies through the respective 
Annual Safety Reports RUs and IMs submit to NSAs and, the Annual Maintenance Reports ECMs 
submit to ECM Certification Bodies. 

 




































































































